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Definitions

Decree: Legislative Decree 231 of 8th June 
2001.

Model: these guidelines for the adoption, 
implementation and accomplishment of the 
Model of organisation, management and 
control in accordance with the Decree.

Regulation of the Supervisory Body: reg-
ulation of the Supervisory Body, in which its 
activity is organised and regulated.

Top management: persons who hold func-
tions of representation, administration or di-
rection of the Company or of one of its units 
with financial and functional autonomy, as 
well as persons who carry out the manage-
ment or control of the Company.

Dependent persons: persons subject to the 
direction or surveillance of one of the per-
sons cited in the point above.

Supervisory Body (SB): the board provided 
for in point 7 of part B of this Model.

Relevant crimes: the crimes cited in articles 
24 and 25, 24-bis, 24-ter, 25-bis, 25-bis.1, 
25-ter, 25-quater, 25-quinquies, 25-septies, 
25-octies, 25-octies.1, 25-novies, 25-decies, 
25-undecies, 25-duodecies, 25-terdecies, 
25-quinquesdecies and 25-sexiesdecies 
of Legislative Decree 231 of 8th June 2001, 
and art. 10 of Law 146/2006, considered 
applicable according to the risk assessment 
activities currently conducted by the Com-
pany.

Company: Lamberti S.p.A.

Companies in the Group: the Italian com-
panies directly controlled by the Company, 
pursuant to article 2359 of the Civil Code;

Whistleblowing: defined as the reporting 
by an employee or more in general by the 
recipient of the Model, of irregular, poten-
tially unlawful behaviours (e.g. episodes of 
potential bribery, fraud etc.) and improper 
behaviours (e.g. breach of corporate princi-
ples and rules). The recipients of the whistle-
blowing provisions in the private sector pur-
suant to Law 179/2017, are the Companies, 
groups of Companies, non-governmental 
organisations, non-for-profit (ONLUS) or-
ganisations, foundations, associations that 
have adopted a Model of Organisation, 
Management and Control pursuant to Leg-
islative Decree 231/2001. 

Introduction
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Recitals

In the Italian legal order, Legislative Decree 
231 of 8th June 2001 introduces and regu-
lates the administrative liability for crime of 
legal entities, companies and associations, 
including those without legal status (so-
called organisations).

This is a form of liability which affects the 
organisation for crimes committed, in its 
interest or for its benefit, by persons who 
are functionally connected with it (persons 
in top management positions and persons 
subject to the direction and surveillance of 
top management).

The Decree was enacted to implement art. 
11 of delegated law 300 of 29th September 
2000, which assigned the Government the 
task of defining an administrative liability 
penalty system for organisations, in compli-
ance with the obligations imposed by sev-
eral important international documents: the 
European Communities financial protection 
Convention of 26th July 1995, the Con-
vention related to the fight against bribery 
involving officials of the European Commu-
nity or member states of the European Un-
ion, signed in Brussels on 26th May 1997, the 
OECD Convention of 17th September 1997 
on the fight against bribery of foreign offi-
cials in international economic transactions.

In alignment with the regulatory systems of 
many countries of Europe, the Italian legis-
lator therefore introduced liability for crimes 
of societas, defined as “that independent 
centre of interests and legal relations, a ref-

erence point of precepts of various kinds, 
and a matrix of decisions and activities of 
the persons operating in the name of, on 
behalf of or in any case in the interest of the 
organisation” (thus stated in the report on 
the preliminary project for reform of the 
criminal code). 

Thus the regulatory framework was re-
newed: in fact prior to Legislative Decree 
231/2001, the liability of an organisation for 
committing a crime was only indirect and 
was limited only to the civil obligation for 
payment of fines and penalties imposed 
on its legal representative (and only in the 
event of insolvency of the condemned 
person, art. 197 of the criminal code) and to 
the obligation of repayment and indemnifi-
cation of the damage caused by the crime 
according to civil law (art. 185 of the criminal 
code). 

Failure to comply with this regulation may 
lead to penalties for the organisation which 
can extend as far as prohibiting the same 
from carrying out its activity. However, the 
organisation is not liable in accordance with 
the Decree if it shows that, prior to commit-
ting the crime, it had adopted and effective-
ly implemented a Model of organisation, 
management and control appropriate for 
preventing crimes of the type of that which 
occurred. 

Following the example of the guidelines 
issued by Confindustria1  and Federchimica2  
and the best practices for internal con-
trol, Lamberti S.p.A. has provided for the 
formulation of this Model of organisation, 

management and control (henceforth “the 
Model”).
1 Confindustria, “Guidelines for the construction of models of 
organisation, management and control pursuant to Legislative 
Decree 231/2001* approved on 7th March 2002 and updated in 
June 2021.
2 Federchimica-Collana Editoriale of the Legal Affairs Commit-
tee, “Introductory Guide to the Models of Organization provided 
for by Legislative Decree 231/01 for Health and Safety crimes”, 
2018.

The Model is comprised of the following 
sections:

General Section: describes the essential 
contents of Legislative Decree 231/2001 as 
well as the purposes and structure of the 
Model, for which the recipients and the 
main components are specified, such as: 
the Supervisory Body, the disciplinary sys-
tem provided for in the event of breach, the 
communication and circulation obligations, 
training and the whistleblowing procedure 
adopted by the Company.

Special Section: identifies the types of 
crime that can imply the liability of the Com-
pany, the ‘sensitive’ activities where commit-
ting a crime is theoretically possible, and the 
protocols assigned for the prevention of the 
crimes under discussion. 

The Special Section is divided into nineteen 
sections: “Section A”, related to crimes 
against the Public Administration (hence-
forth also “PA Crimes”); “Section B”, related 
to information technology offences and 
unlawful handling of data (henceforth also 
“Information technology crimes”);“Section 
C” related to  organised crime offences; 
“Section D” related to crimes of counterfeit-
ing money, public bonds, duty stamped pa-

pers, identification marks and instruments 
(henceforth also “Public faith crimes”), 
“Section E” related to industrial and trade 
offences; “Section F” related to corporate 
crimes; “Section G” related to offences 
with the aim of terrorism and subversion of 
the democratic order; “Section H” related 
to crimes of manslaughter and serious or 
very serious bodily harm, committed with 
breach of the health and safety workplace 
regulations (henceforth also “Manslaughter 
and serious or very serious bodily harm”); 
“Section I” related to crimes of receiving, 
laundering and use of money, assets or oth-
er benefits of unlawful origin (henceforth 
also “Laundering crimes”); “Section L” relat-
ed to copyright breach offences; “Section 
M” related to the crime of induction not to 
make statements or to issue mendacious 
statements to the legal authorities; “Section 
N” related to environmental crimes; “Sec-
tion O”, related to the crime of employing 
citizens from other countries without a 
legal permit of stay; “Section P” related to 
transnational crimes, “Section R” related to 
crimes of racism and xenophobia; “Section 
S” related to tax crimes; “Section T” related 
to smuggling; “Section U” related to crimes 
relating to non-cash payment means.

The rules, internal provisions, documents 
and operating procedures of the Company 
used to implement the Model shall also be 
considered an integral part of the same.
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MODELLO DI ORGANIZZAZIONE, GESTIONE E CONTROLLO

The regulatory framework

1. Area of application and nature of lia-
bility of organisations

In our order, the Decree introduces and 
regulates the liability of ‘organisations’ for 
administrative criminal offences depen-
dent on crime. The organisations to which 
the Decree applies are all companies, asso-
ciations with or without legal status, econo-
mic public bodies, and private corporations 
holding a public service concession.
Instead, the Decree does not apply to the 
State, local government, non economic 
public bodies, organisations carrying out 
functions of constitutional importance (e.g. 
political parties and trade unions) and to a 
series of other parties which carry out public 
functions. Organizations are liable for the 
committing or attempted committing of 
certain crimes by parties functionally con-
nected with them.
The administrative liability of the organisa-
tion is independent from that of the natural 
person who commits the crime, and the-
refore exists even if the perpetrator of the 
crime has not been identified or if the crime 
has been cancelled for a reason other than 
amnesty. The liability of the organisation 
does not replace the personal liability of the 
individual for the crime committed, but is 
added to it.

2. Predicate offences
The organisation can only be deemed liable 
for certain crimes and specific “administra-
tive criminal offences” (so-called “Predi-
cate offences”) indicated by the Decree, 
its subsequent integrations, and the laws 

which expressly refer to the regulation of the 
Decree.
Originally only envisaged for crimes against 
the Public Administration (art. 25 of the 
Decree) or against Public Administration 
assets (art. 24 of the Decree), the liability of 
the organisation has also been extended, 
due to the regulatory provisions set forth 
subsequent to the Decree, to other types of 
crimes.
The table below lists the crimes which can 
give rise to the administrative liability of an 
organisation.

General section
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Crimes committed in relationships with the Public Administration 24 and 25

Information technology offences and unlawful handling of data 24-bis

Organized crime offences 24-ter

Crimes of counterfeiting money, public bonds, duty stamped papers, and 
identification marks or instruments 25-bis

Industrial and trade offences 25-bis 1

Corporate crimes 25-ter

Offences with the aim of terrorism or subversion of the democratic order 25-quater

Female genitalia mutilation practices 25-quater 1

Offences against persons and individual freedom 25-quinquies

Market abuse 25-sexies

Manslaughter and serious or very serious bodily harm, committed by viola-
ting the accident prevention and health and safety workplace regulations 25-septies

Crimes of receiving, laundering and using money, assets or benefits of 
unlawful origin, as well as money-laundering 25-octies

Crimes relating to non-cash payment means 25-octies.1

Copyright breach offences 25-novies

Induction not to issue statements or to issue mendacious statements to the 
legal authorities 25-decies

Environmental crimes 25-undecies

Employment of citizens of other countries without a legal permit of stay 25-duodecies

Racism and xenophobia 25-terdecies

Fraud in sporting competitions, unlawful exercising of games or betting and 
gambling using prohibited equipment 25-quaterdecies

Tax Crimes 25-quinquesdecies

Smuggling 25-sexiesdecies

Transnational crimes art. 10 of law 
104/2006 

Liability of entities for administrative offences from crime [They are a prere-
quisite for entities operating within the virgin olive oil sector]

art. 12 of law 
9/2013

As of the data of approval of this Model, the 
predicate crimes for which activities have 
been carried out to analyse the risks of a cri-
me being committed, both potentially and 
effectively, and that are therefore taken into 
consideration in this Model, belong to the 
categories indicated below:

CRIMES COMMITTED IN RELATIONS 
WITH THE PUBLIC ADMINISTRATION 
(articles 243 and 254 of the Decree)

• Misappropriation to the detriment of 
the State (art. 316-bis of the Criminal 
Code);

• Undue receipt of disbursements to the 
detriment of the State (art. 316-ter of 
the Criminal Code);

• Fraud to the detriment of the State or 
another public body or the European 
Communities (art. 640 of the Criminal 
Code, paragraph 2, no. 1);

• Aggravated fraud for the obtainment of 
state disbursements (art. 640-bis of the 
Criminal Code);

• Computer fraud to the detriment of the 
State or another public body (art. 640-
ter of the Criminal Code);

• Fraud in public procurement (art. 356 
of the Criminal Code);

• Fraud against the European Agri-
cultural Fund (art. 2. Law no. 898 of 
23/12/1986);

• Extortion (art. 317 of the Criminal 
Code);

• Bribery by the exercising of a function 
(art. 318 of the Criminal Code);

• Bribery by way of an action conflicting 
with official duties (art. 319 of the Crimi-
nal Code);

• Aggravating circumstances (art. 319-bis 
of the Criminal Code);

• Bribery in legal proceedings (art. 319-
ter of the Criminal Code);

• Improper induction to give or promise a 
benefit (art. 319-quater of the Criminal 
Code);

• Bribery of a person responsible for a 
public service (art. 320 of the Criminal 
Code);

• Criminal conspiracy (art. 321 of the Cri-
minal Code);

• Incitement of bribery (art. 322 of the 
Criminal Code);

• Embezzlement, extortion, bribery and 
incitement of bribery of members of 
the international Courts, of European 
Community bodies or international par-
liaments or international organisations 
and officials of the European Commu-
nity and foreign states (art. 322-bis of 
the Criminal Code);

• Illicit traffic of influences (art; 346-bis of 
the Criminal Code);

• Embezzlement (limited to the first pa-
ragraph) (art. 314 of the Criminal Code);

• Embezzlement by profiting from the 
error of others (art. 316 of the Criminal 
Code);

• Abuse of office (art. 323 of the Criminal 
Code.).

3 Article 24 of the Decree: Misappropriation of funds, fraud 
against the State, a public body or the European Union or for the 
purpose of obtaining public funds, committing computer fraud 
against the State or a public body and fraud in public procure-
mente
4 Article 25 of the Decree: Embezzlement, extortion, undue 
inducement to give or promise benefits, corruption and abuse 
of office

INFORMATION TECHNOLOGY OFFEN-
CES AND UNLAWFUL HANDLING OF 
DATA (art. 24-BIS of the Decree)

• Counterfeiting information technology 
documents (art. 491-bis of the Criminal 
Code);

• Unauthorized access to an information 
technology or data transmission system 
(art.615-ter of the Criminal Code);
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CRIMES OF COUNTERFEITING MONEY, 
PUBLIC BONDS, DUTY STAMPED PA-
PERS, AND IDENTIFICATION MARKS OR 
INSTRUMENTS  (art. 25-bis of the Decree)

• Forgery of money, spending and intro-
duction into the State of forged money, 
when acting in concert (art. 453 of the 
Criminal Code);

• Alteration of monies (art. 454 of the 
Criminal Code);

• Spending and introduction into the Sta-
te of forged money, without acting in 
concert (art. 455 of the Criminal Code);

• Spending of forged money received 
in good faith (art. 457 of the Criminal 
Code);

• Falsification of duty stamped papers, 
introduction into the State, purchasing, 
retaining or placing in circulation of fal-
sified duty stamped papers (art. 459 of 
the Criminal Code);

• Counterfeiting of the watermarked 
paper in use for the manufacturing of 
public bonds or duty stamped papers 
(art. 460 of the Criminal Code);

• Manufacturing or retention of water-
marks or instruments intended for use 
in the falsification of money, duty stam-
ped papers or watermarked paper (art. 
461 of the Criminal Code);

• Use of counterfeited or altered duty 
stamped papers (art. 464 of the Crimi-
nal Code);

• Counterfeiting, alteration or use of tra-
demarks or particularities or of patents, 
models and designs (art.473 of the Cri-
minal Code);

• Introduction into the State and trading 
of products with counterfeit marks (art. 
474 of the Criminal Code).

INDUSTRIAL AND TRADE OFFENCES (art. 
25-bis.1 of the Decree)

• Disturbed freedom of industry or trade 
(art. 513 of the Criminal Code);

• Unlawful competition with threats or 
violence (art. 513-bis of the Criminal 
Code);

• National industries fraud (art. 514 of the 
Criminal Code);

• Fraud in trading (art. 515 of the Criminal 
Code);

• Sale of non genuine foods as genuine 
(art. 516 of the Criminal Code);

• Sale of industrial products with men-
dacious marks (art. 517 of the Criminal 
Code);

• Manufacturing and trading of goods 
realized by usurping industrial proper-
ty deeds (art. 517-ter of the Criminal 
Code);

• Counterfeiting of geographical indica-
tions or designation origins of agrifood 
products (art. 517-quater of the Crimi-
nal Code);

CORPORATE CRIMES  (art. 25-ter of the 
Decree)

• Falsifying corporate communications 
(art. 2621 of the Civil Code);

• Facts of minor concern (art. 2621- bis of 
the Civil Code);

• False corporate reporting of listed com-
panies (Article 2622 of the Civil Code);

• Obstruction of control (Article 2625 of 
the Civil Code);

• Undue repayment of contributions (Ar-
ticle 2626 of the Civil Code);

• Illegal distribution of profits and reser-
ves (Article 2627 of the Civil Code);

• Unlawful dealing in stocks or shares 
of the company or its parent company 
(Article 2628 of the Civil Code);

• Unauthorized retention and circula-
tion of information technology or data 
transmission system access codes 
(art.615-quater of the Criminal Code);

• Diffusion of information technology 
equipment, devices or programmes 
aimed at damaging or shutting down 
an information technology or data tran-
smission system (art.615-quinquies of 
the Criminal Code);

• Wire tapping, hindrance or unlawful 
disruption of information technology 
or data transmission communications 
(art.617-quater of the Criminal Code);

• Installation of equipment able to wire 
tap, hinder or shut down information 
technology or data transmission com-
munications (art.617-quinquies of the 
Criminal Code);

• Damaging of information technology 
information, data and programmes 
(art.635- bis of the Criminal Code);

• Damaging of information technology 
information, data and programmes 
used by the State or another public 
body, or in any case of public benefit 
(art.635-ter of the Criminal Code);

• Damaging of information technology or 
data transmission systems (art.635qua-
ter of the Criminal Code);

• Damaging of information technology or 
data transmission systems of public be-
nefit (art.635-quinquies of the Criminal 
Code);

• Computer fraud by a person who per-
forms electronic signature certification 
services (art.640-quinquies of the Cri-
minal Code);

• Breach of the rules on the National Cy-
ber Security Perimeter (art. 1 paragraph 
11 of Decree-Law No. 105 of 21st Sep-
tember 2019).

ORGANIZED CRIME OFFENCES (art. 24-
ter of the Decree)

• Criminal conspiracy (art. 416 of the Cri-
minal Code);

• Mafia association including foreign 
mafia association (art. 416-bis of the 
Criminal Code);

• Offences committed making use of the 
conditions provided for by art. 416-bis 
of the Criminal Code); (therefore all 
offences committed making use of the 
intimidating power of membership and 
the condition of subjection and of con-
spiracy of silence deriving from it) or of-
fences committed in order to facilitate 
the activity of the associations provided 
for in the same article;

• Mafioso-political electoral exchange 
(art. 416-ter of the Criminal Code);

• Kidnapping for the purpose of extortion 
(art. 630 of the Criminal Code);

• Criminal conspiracy for the purposes of 
illegal drug or psychotropic substance 
trafficking (art. 74 of Presidential De-
cree 309/90);

• Illegal manufacturing, introduction on 
to Italian soil, sale, transfer, retention 
and carriage to a public place or a place 
open to the public of military weapons, 
or military type weapons, or parts of 
the same, explosives, illegal weapons 
and more common firearms (art. 407 
paragraph 2, point A) number 5) of the 
Code of Criminal procedure).
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FEMALE GENITALIA MUTILATION 
PRACTICES (art. 25-quater.1 of the Decree)

• Female genitalia mutilation practices 
(art. 583- bis of the Criminal Code.).

OFFENCES AGAINST PERSONS AND IN-
DIVIDUAL FREEDOM (art. 25-quienquies of 
the Decree)

• Reducing or maintaining individuals in 
slavery or bondage (art. 600 of the Cri-
minal Code.)

• Child prostitution (art. 600-bis of the 
Criminal Code)

• Child pornography (art. 600-ter of the 
Criminal Code.)

• Retention of pornographic material (art. 
600-quater of the Criminal Code)

• Virtual pornography (art. 600-quater.1 
of the Criminal Code.)

• Tourism initiatives aimed at the 
exploitation of child prostitution (art. 
600-quinquies of the Criminal Code)

• Human trafficking (art. 601 of the Crimi-
nal Code.)

• Purchasing and trading of slaves (art. 
602 of the Criminal Code.)

• Illegal intermediation and exploitation 
of labour (art. 603 bis of the Criminal 
Code)

• Solicitation of children (art. 609-unde-
cies of the Criminal Code)

MARKET ABUSE (art. 25-sexies of the De-
cree) 

• Misuse of privileged information (art. 
184 and art. 187-bis of the Consolidated 
Law on Finance);

• Market manipulation (art. 185 and art. 
187-ter of the Consolidated Law on 
Finance)

• Prohibition of insider trading and un-

lawful disclosure of inside information 
(art.187-quinquies Consolidated Law 
on Finance, art.14 of EU Regulation no. 
596/2014);

• Prohibition of market manipulation (Ar-
ticle 187-quinquies Consolidated Law 
on Finance, art. 15 of EU Regulation no. 
596/2014).

MANSLAUGHTER AND SERIOUS OR 
VERY SERIOUS BODILY HARM  (art. 
25-septies of the Decree)

• Manslaughter (art. 589 of the Criminal 
Code.);

• Culpable injuries (art. 590 of the Crimi-
nal Code).

CRIMES OF RECEIVING, LAUNDERING 
AND USING MONEY, ASSETS OR BENE-
FITS OF UNLAWFUL ORIGIN, AS WELL 
AS MONEY-LAUNDERING (art. 25-octies 
of the Decree, introduced by Legislative De-
cree 231/2007) 

• Receiving laundered assets (art. 648 of 
the Criminal Code);

• Laundering (art.648-bis of the Criminal 
Code);

• Use of money, assets or benefits of un-
lawful origin (art.648-ter of the Criminal 
Code);

• Self-laundering (art. 648-ter.1 of the 
Criminal Code).

CRIMES RELATING TO NON-CASH 
PAYMENT MEANS (art. 25-octies.1 of the 
Decree)

• Misuse and falsification of non-cash 
payment means (art. 493-ter of the Cri-
minal Code);

• Possession and dissemination of com-
puter equipment, devices or programs 

• Transactions to the detriment of credi-
tors (art. 2629 of the Civil Code);

• Omitted communication of conflict 
of interest (art. 2629-bis of the Civil 
Code);

• Fictitious increase of share capital (art. 
2632 of the Civil Code);

• Improper distribution of corporate as-
sets by the liquidators (art. 2633 of the 
Civil Code);

• Bribery among private individuals (art. 
2635 of the Civil Code);

• Incitement of bribery among private 
individuals (art. 2635 bis, of the Civil 
Code);

• Illicit influence on the general sharehol-
ders’ meetings (art. 2636 of the Civil 
Code);

• Market rigging (art. 2637 of the Civil 
Code);

• Hindering the exercising of the fun-
ctions of the public surveillance autho-
rities (art. 2638 of the Civil Code).

OFFENCES WITH THE AIM OF TERRO-
RISM OR SUBVERSION OF THE DEMO-
CRATIC ORDER ENVISAGED BY THE CRI-
MINAL CODE OR BY SPECIAL LAWS  (art. 
25-quater of the Decree) 

• Subversive conspiracy (art. 270 of the 
Criminal Code);

• Associations for the purposes of natio-
nal/international terrorism and subver-
sion of the democratic order (art. 270-
bis of the Criminal Code);

• Assistance to the members (art. 270-ter 
of the Criminal Code);

• Recruiting people for national/interna-
tional terrorism (art. 270-quater of the 
Criminal Code);

• Training for terrorist activities, also of an 
international nature (art. 270-quinquies 
of the Criminal Code);

• Financing terrorism-aimed activities 
(art. 270 quinquies.1 of the Criminal 
Code);

• Taking of seized goods or money (art. 
270 quinquies.2 of the Criminal Code);

• Terrorist activities (art. 270-sexies of the 
Criminal Code);

• Terrorist or subversive attacks (art. 280 
of the Criminal Code);

• Acts of terrorism using deadly weapons 
or explosives (art. 280-bis of the Crimi-
nal Code);

• Acts of nuclear terrorism (art. 280-ter 
of the Criminal Code);

• Kidnapping for the purpose of terrorism 
or extortion (art. 289 of the Criminal 
Code);

• Instigating others to commit one of 
the crimes provided for in Heading 
One and Two (art. 302 of the Criminal 
Code);

• Political conspiracy through agreement 
(art. 304 of the Criminal Code);

• Political conspiracy through association 
(art. 305 of the Criminal Code);

• Setting up and participating in armed 
gangs (art. 306 of the Criminal Code);

• Providing assistance to the members of 
a conspiracy or armed gang (art. 307 of 
the Criminal Code);

• Seizure, hijacking and destruction of 
aircraft (art. 1, Law no. 342/1976);

• Damages to ground installations (art. 2, 
Law no. 342/1976);

• Penalties (art. 3, Law no. 422/1989);
• Repentance (art. 5 of Legislative De-

cree no. 625/1979);
• Offences carried out in breach of the 

provisions of article 2 of the internatio-
nal convention for the repression of ter-
rorism financing set forth in New York 
on 9th December 1999.



MODEL OF ORGANISATION, MANAGEMENT AND CONTROL MODEL OF ORGANISATION, MANAGEMENT AND CONTROL

16 17

ENVIRONMENTAL CRIMES  (art. 25-unde-
cies of the Decree, introduced by Legislative 
Decree 121 of 7th July 2011) 

• Environmental pollution (art. 452-bis of 
the Criminal Code);

• Environmental disaster (art. 452-quater 
of the Criminal Code)

• Unintentional crimes against the en-
vironment (art. 452-quinquies of the 
Criminal Code)

• Trafficking and dumping of highly ra-
dioactive waste (art. 452-sexies of the 
Criminal Code)

• Additional aggravating circumstances 
(art. 452-octies of the Criminal Code)

• Killing, destruction, capture, taking, 
keeping of specimens of protected ani-
mal or plant species (art. 727- bis of the 
Criminal Code);

• Destruction or debasement of habitat 
within a protected site (art. 733-bis of 
the Criminal Code);

• Import, export, possession, use for 
making profits, purchase, sale, display 
or possession for sale or for commercial 
purposes of protected species (articles 
1 and 2 of Law no 150/1992).

• Discharging industrial waste waters 
containing dangerous substances; di-
scharging onto the soil, into the subsoil 
and into underground waters; dischar-
ging into sea waters by sea vessels or 
aircraft (art. 137 of Legislative Decree 
no. 152/2006)

• Unauthorized waste management acti-
vities (art. 256 of Legislative Decree n. 
152/2006)

• Pollution of the soil, subsoil, surface wa-
ters or underground waters (art. 257 of 
Legislative Decree no. 152/2006)

• Illicit waste trafficking (art. 259 of Legi-
slative Decree no. 152/2006)

• Violation of reporting requirements, 

record keeping and required forms 
(art. 258 of Legislative Decree no. 
152/2006)

• Organized activities for the illegal traffic 
of waste (art. 452-quaterdecies of the 
Criminal Code);

• False information as to the nature, 
composition and chemical and physical 
characteristics of waste in an analysis 
certificate of waste; entering a false 
waste analysis certificate into the SI-
STRI; omission or fraudulent alteration 
of the paper copy of the SISTRI form 
– handling area in waste transportation 
(art. 260-bis of Legislative Decree no. 
152/2006)

• Penalties (art. 279, Law no. 152/2006)
• Fraudulent pollution caused by 

ships (art. 8 of Legislative Decree no. 
202/2007)

• Accidental pollution caused by 
ships (art. 9 of Legislative Decree no. 
202/2007)

• Termination and reduction of the use 
of harmful substances (art. 3, of Law no. 
549).

EMPLOYMENT OF CITIZENS OF OTHER 
COUNTRIES WITHOUT A LEGAL PERMIT 
OF STAY (art. 25-duodecies of the Decree)

• Provisions against clandestine immigra-
tions (art. 12, paragraphs 3, 3bis, 3ter, 5 
of Legislative Decree 286/1998);

• Employment of citizens of other coun-
tries without a legal permit of stay (art. 
22, paragraph 12- bis of Legislative De-
cree 286/1998). 

RACISM AND XENOPHOBIA (art. 25-ter-
decies of the Decree) 

• Propaganda or incitement to commit 
a crime of discrimination or violence 

intended to commit offences invol-
ving non-cash payment means (art. 
493-quater of the Criminal Code);

• Computer fraud aggravated by the 
carrying out of a transfer of money, 
monetary value or virtual currency (art. 
640-ter of the Criminal Code).

COPYRIGHT BREACH OFFENCES (art. 
25-novies of the Decree, introduced by Law 
99 of 23rd July 2009) 

• Making available intellectual property, 
or part thereof, protected by copyright 
to the public on a telecommunications 
network (art. 171 of Law no 633/1941, 
paragraph 1 point a) bis);

• Offences as per the previous point 
committed on other people’s work not 
intended for publication if disclosure 
offends the author’s dignity or reputa-
tion (art. 171 of Law no 633/1941, para-
graph 3);

• Unauthorized duplication for profit of 
computer programs; import, distribu-
tion, sale or possession for commercial 
or business purposes, and leasing of 
programs contained in media not be-
aring the SIAE mark (Italian Society of 
Authors and Publishers); holding means 
for removing or avoiding the protection 
devices of computer programs (art. 171-
bis, of Law no. 633/1941, paragraph 1);

• Reproduction, transfer onto another 
medium, distribution, communication, 
presentation or demonstration in public 
of the contents of a data base; retrieval 
or reuse of a data base; distribution, sale 
or leasing of data bases (Article 171-bis 
of Law no. 633/1941, paragraph 2);

• Unauthorized duplication, repro-
duction, transmission or public disse-
mination by any means of all or part of 
intellectual properties developed for 

television or cinema use; sale or rental 
of records, tapes or analogue or other 
media containing sounds or images 
from musical works, films or similar 
audio-visual works or sequences of mo-
ving images; literary, dramatic, scientific 
or teaching, musical or musical drama, 
multimedia works, even if they are part 
of collective or composite works or 
databases; unauthorized reproduction, 
duplication, transmission or dissemina-
tion, sale or marketing, transfer in any 
way or unauthorized import of more 
than fifty copies of works protected by 
copyright and other related rights; in-
troduces into a system of telecommuni-
cations network, through connections 
of any type, any intellectual property 
protected by copyright, or parts thereof 
(art. 171-ter, of Law no. 633/1941);

• Failure to notify the SIAE of the data for 
identifying media nor subject to mar-
king or misrepresentation (art.171-sep-
ties of Law no. 633/1941);

• Illegal production, sale, import, pro-
motion, installation, alteration, public/
private use of equipment, or parts the-
reof, capable of decoding audio-visual 
broadcasts subject to conditional ac-
cess over the air or via satellite or cable, 
in either analogue or digital format (art. 
171-octies of Law no. 633/1941).

INDUCTION NOT TO ISSUE STATEMENTS 
OR TO ISSUE MENDACIOUS STATEMEN-
TS TO THE LEGAL AUTHORITIES  (art. 
25-decies of the Decree, introduced by Law 
116 of 3rd August 2009 and modified by Legi-
slative Decree 121 of 7th July 2011) 

• Induction not to issue statements or to 
issue mendacious statements to the 
legal authorities (art. 377-bis of the Cri-
minal Code).
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146/2006)

• Provisions against clandestine immigra-
tions (art. 12, paragraphs 3, 3-bis, 3-ter, 
5 of the consolidated law as per Legisla-
tive Decree no. 286 of 25th July 1998);

• Criminal conspiracy for the purposes of 
illegal drug or psychotropic substance 
trafficking (art. 74 of Presidential De-
cree 309 of 9th October 1990);

• Criminal conspiracy aimed at the smug-
gling of foreign tobacco (art. 291-quater 
of Presidential Decree 43 of 23rd Ja-
nuary 1973);

• Induction not to issue statements or to 
issue mendacious statements to the 
legal authorities (art. 377-bis of the Cri-
minal Code);

• Aiding and abetting (art. 378 of the Cri-
minal Code);

• Criminal conspiracy (art. 416 of the Cri-
minal Code);

• Mafia association (art. 416- bis of the 
Criminal Code). 

LIABILITY OF ENTITIES FOR ADMINI-
STRATIVE OFFENCES RESULTING FROM 
A CRIME [THEY ARE A PREREQUISITE 
FOR ENTITIES OPERATING WITHIN THE 
VIRGIN OLIVE OIL SECTOR] (art. 12, Law 
no. 9/2013) 

• Adulteration and counterfeiting of 
foodstuffs (art. 440 of the Criminal 
Code);

• Trade in counterfeit or adulterated fo-
odstuffs (art. 442 of the Criminal Code);

• Trade in harmful foodstuffs (art. 444 of 
the Criminal Code);

• Counterfeiting, alteration or use of 
distinguishing marks or trademarks or 
industrial products (art. 473 of the Cri-
minal Code);

• Introduction into the State and trading 

of products with counterfeit marks (art. 
474 of the Criminal Code);

• Fraud in trading (art. 515 of the Criminal 
Code);

• Sale of non genuine foods as genuine 
(art. 516 of the Criminal Code);

• Sale of industrial products with men-
dacious marks (art. 517 of the Criminal 
Code);

• Counterfeiting of geographical indica-
tions or designation origins of agrifood 
products (art. 517-quater of the Crimi-
nal Code); 

This document identifies, in the Special Part 
below, for each category of crime applicable 
to the Company, its activities which are 
denominated ‘sensitive’ due to the inherent 
risk of crimes of the listed types being com-
mitted, and sets forth preventative princi-
ples and protocols for each of the sensitive 
activities. 

The list of the above-mentioned crimes can 
be added to by the legislator so the Com-
pany shall constantly assess the relevance 
of any additional crimes, for the purposes 
of the Model, including those already en-
visaged and those to be envisaged in the 
Decree in the future. As a demonstration of 
the constant attention paid in this respect, 
it should be noted that, following the recent 
amendments made to the Decree and the 
results of the risk assessment activity, the 
latest update of the Model concerned the 
assessment of the new "tax" crimes (art. 
25-quinquiesdecies of the Decree), crimes 
of "smuggling" (art. 25-sexiesdecies of the 
Decree) and crimes relating to non-cash 
payment means (art. 25-octies.1 of the De-
cree).

3. Criteria for attribution of liability to 
the organisation

for reasons of race, ethnicity or religion 
(Article 604-bis of the Criminal Code). 

FRAUD IN SPORTING COMPETITIONS, 
UNLAWFUL EXERCISING OF GAMES 
OR BETTING AND GAMBLING USING 
PROHIBITED EQUIPMENT (art. 25-quater-
decis of the Decree)

• Fraud in sporting competitions (art. 1 of 
Law 401/1989);

• Unlawful exercising of games or bet-
ting (art. 4 of Law no. 401/1989). 

TAX CRIMES (art. 25-quinquesdecies of the 
Decree)

• Fraudulent declaration through the 
use of invoices or other documents for 
non-existent transactions (art. 2 of Le-
gislative Decree 74/2000);

• Fraudulent declaration by means of 
other devices (art. 3 of Legislative De-
cree No 74/2000);

• Issuance of invoices or other documen-
ts for non-existent transactions (art. 8 
of Legislative Decree No 74/2000);

• Concealment or destruction of accoun-
ting documents (art. 10 of Legislative 
Decree No 74/2000);

• Fraudulent non-payment of taxes (art. 
11 of Legislative Decree No 74/2000);

• False declaration (art. 4 of Legislative 
Decree No 74/2000);

• Failure to submit a declaration (art. 5 of 
Legislative Decree No 74/2000);

• Undue compensation (art. 10-quater of 
Legislative Decree 74/2000). 

SMUGGLING (art. 25- sexiesdecies of the 
Decree)

• Smuggling in the movement of go-
ods across land borders and customs 

areas (art. 282 Presidential Decree No 
43/1973);

• Smuggling in the movement of goods 
in border lakes (art. 283 Presidential 
Decree No 43/1973);

• Smuggling in the movement of goods 
by sea art. 284 of Presidential Decree 
No 43/1973);

• Smuggling in the movement of goods 
by air (art. 285 of Presidential Decree 
No 43/1973);

• Smuggling in non-customs areas 
(art. 286 of Presidential Decree No 
43/1973);

• Smuggling for improper use of goods 
imported with preferential tariffs (art. 
287 of Presidential Decree No 43/1973);

• Smuggling in customs warehouses (art. 
288 Presidential Decree No 43/1973);

• Smuggling in cabotage and traffic (art. 
289 of Presidential Decree No 43/1973);

• Smuggling in the export of goods eligi-
ble for duty drawback (art. 290 Presi-
dential Decree No 43/1973);

• Smuggling in temporary import or 
export operations (art. 291 of Presiden-
tial Decree No 43/1973);

• Smuggling of foreign manufactured 
tobacco (art. 291-bis of Presidential De-
cree No 43/1973);

• Aggravating circumstances of the of-
fence of smuggling foreign manufactu-
red tobacco (art. 291-ter of Presidential 
Decree No 43/1973);

• Criminal conspiracy aimed at the smug-
gling of foreign tobacco (art. 291-quater 
of Presidential Decree no. 43/1973);

• Other cases of smuggling (art. 292 Pre-
sidential Decree No 43/1973);

• Aggravating circumstances of smug-
gling (art. 295 Presidential Decree No 
43/1973). 

TRANSNATIONAL CRIMES (art. 10 Law 
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also exists in the supposition that the fact is 
in the interest of the Company, even in the 
absence of a concrete result. 

The organisation is not liable if the fact of 
crime was committed independently from 
and at times even against the interest of the 
Company or in the exclusive interest of the 
perpetrator of the crime or in the exclusive 
interest of third parties. 

If the above-described conditions are met, 
the organisation can be punished for the cri-
me committed. However, in articles 6 and 7 
the Decree introduces a form of exemption 
from liability for the crime, when: 

• prior to the committing of the fact, 
the executive body has adopted and 
effectively accomplished models of or-
ganisation, management and control 
appropriate for preventing crimes of 
the same type as that which was com-
mitted;

• the task of monitoring the functioning 
of and compliance with the models 
and managing their updating has been 
entrusted to a board of the organisation 
with autonomous powers of initiative 
and control (named the ‘Supervisory 
Body’, henceforward also ‘SB’);

• the surveillance activities to be carried 
out by the aforesaid board have been 
performed in full, with the latter holding 
autonomous powers of initiative and 
control. 

The conditions listed above must all exist in 
order for the liability of the organisation to 
be excluded. The exemption from liability of 
the organisation therefore depends on the 
adoption and effective implementation of a 
Model capable of preventing the crimes and 
on the establishment of a Supervisory Body 

with precise tasks related to the effective 
suitability and implementation of the Mo-
del. The organisation must show that it has 
done everything in its power to organise and 
manage itself and to check that none of the 
crimes provided for in the Decree can be 
committed in the performance of its busi-
ness activities. 

The Model functions as grounds for exone-
rating the organisation from punishment, 
whether the predicate crime has been com-
mitted by a “top management” person or a 
“dependent” person. However, if the crime 
is committed by a “top management” per-
son, the Decree introduces a sort of related 
presumption of liability of the organisation: 
in addition to the three conditions stated 
above, the organisation must also show that 
the person has committed the crime by 
fraudulently eluding the Model. The Decree 
therefore requires, in this case, stronger pro-
of of the organisation’s lack of involvement 
in the crime, since the organisation must 
also prove that the person has fraudulently 
violated the rules contained in the Model. 

On the other hand, for crimes committed by 
“dependent” persons the organisation can 
only be punished if it is ascertained that the 
committing of the crime was made possible 
by the failure to comply with the direction 
or surveillance obligations. In this case it is 
a question of veritable organisational negli-
gence: the Company has indirectly consen-
ted to the committing of the crime by not 
presiding over its activities and dependent 
persons. 

The adoption and implementation of the 
Model do not constitute an obligatory fulfil-
ment in accordance with the law. However, 
the Model is the sole instrument available 
for proving one’s lack of guilt and, finally, for 

The necessary conditions for the new assi-
gnment of liability are indicated in art. 5 of 
the Decree:

“The organisation is liable for crimes com-
mitted in its interest or for its benefit:

a. by persons who hold functions of 
representation, administration or di-
rection of the organisation or one of 
its organisation units with financial and 
functional independence, in addition 
to persons who carry out its manage-
ment and control, including de facto;

b. by persons subjected to the direction 
or surveillance of one of the persons 
cited in point a. 

The organisation is not liable if the persons 
indicated in paragraph 1 have acted in their 
own exclusive interest or that of third par-
ties”. 

The first condition requires the crime to 
have been committed by a person linked to 
the organisation by a qualified relationship. 
Therefore a significant connection must 
exist between the person-perpetrator of 
the crime and the organisation. According 
to the Decree, administrative liability of the 
organisation can only exist if the perpetrator 
of the crime belongs to one of the following 
two categories: 

• persons in ‘top management positions’, 
such as, for example, the legal repre-
sentative, director, general manager or 
the manager of an independent orga-
nisational unit, as well as persons who 
carry out the management of the orga-
nisation, including de facto managers. 
Essentially this means those persons 
who have the autonomous power to 
take decisions in the name of the Com-

pany and on its behalf. It is considered 
that all persons commissioned by the 
directors to carry out activities of ma-
nagement or direction of the Company 
also belong to this category. From this 
point of view, the structure of the sy-
stem for the delegation of powers and 
functions is of particular importance in 
the overall logic used for the definition 
of this Model of organisation, manage-
ment and control.

• ’dependent’ persons, all those who 
are subjected to the direction and 
surveillance of the top management; 
typically employees, but also persons 
who do not belong to the staff of the 
organisation, who have been entrusted 
with an assignment to carry out under 
the direction and surveillance of the top 
management. What counts as regards 
belonging to this category is not the 
existence of a salaried employment 
contract but rather the activity carried 
out in concrete terms. The external per-
sons concerned include, for example, 
freelancers, agents and consultants 
who carry out activities in the interest of 
the Company, on its mandate. 

The second condition requires that the cri-
me be committed in the interest or for the 
benefit of the organisation. The criterion of 
‘interest’ exists when the perpetrator of the 
crime has acted with the intention of bene-
fiting the Company, regardless of whether 
the objective is met, whereas the criterion 
of ‘benefit’ exists when the Company was 
able to obtain, or has effectively obtained, 
a favourable result from the committing of 
the crime. 

The law does not necessarily require the 
benefit obtained or hoped for by the organi-
sation to be of an economic nature: liability 
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offences dependent on crime are: pecuniary 
penalties, prohibitory penalties, confiscation 
and publication of the conviction.  
 
These penalties are of an administrative 
nature, even if applied during proceedings 
of a criminal nature conducted by a criminal 
judge. 

a) Pecuniary penalties 

Pecuniary penalties are set by the judge 
by means of a system based on ’prescribed 
units’. The amount of the pecuniary penalty 
depends on the seriousness of the crime, 
the degree of liability of the Company, and 
the activity carried out to remove or miti-
gate the consequences of the crime or to 
prevent the committing of other criminal 
offences. When determining the amount of 
the penalty, the Judge takes into account 
the Company’s economic and financial con-
ditions. 

b) Prohibitory penalties 

Prohibitory penalties can be applied in 
addition to pecuniary penalties, but only if 
they are expressly envisaged for the crime 
in question and provided that at least one of 
the following conditions exists: 

• the organisation has gained a signifi-
cant advantage from the crime and the 
crime was committed by a “top mana-
gement” person or a “dependent” per-
son, but only when the committing of 
the crime was made possible by serious 
organisational deficiencies;

• in the event of reiteration of the crimi-
nal offences. 

The prohibitory penalties provided for by 

the Decree are: 

• temporary or permanent prohibition of 
the carrying out of the activity;

• suspension or revocation of permits, li-
cences or concessions functional to the 
committing of the criminal offence;

• prohibition of negotiating with the 
Public Administration, except in order 
to obtain the performance of a public 
service;

ensuring that one is not subjected to the pe-
nalties set out by the Decree. Thus it is in the 
interest of the Company to have an effective 
Model and to ensure full compliance with 
the same. 

4. The Model of organisation, manage-
ment and control

The Model acts as grounds for exemption 
of liability if it is effectively implemented. 
Without prejudice to the specifics cited in 
offences against the person and in particular 
in implementation of art. 30 of Legislative 
Decree 81/08, the Decree does not analyti-
cally state the characteristics and contents 
of the Model but limits itself to dictating a 
number of general principles and some of 
the essential elements of its content. 
 
In particular, according to the Decree, the 
Model must: 

• identify the activities during which 
crimes can be committed (so-called 
sensitive activities);

• provide for specific protocols – pro-
cedures – behavioural principles ai-
med at planning the formulation and 
implementation of the organisation’s 
decisions related to the crimes to be 
prevented;

• identify procedures for the manage-
ment of financial resources which are 
appropriate for preventing the commit-
ting of crimes;

• provide for information obligations for 
the board delegated to monitoring the 
functioning of the Model and com-
pliance with it;

• introduce an appropriate disciplinary 
system to punish failure to comply with 
the measures stated in the Model;

• with regard to the nature and size of the 
organisation as well as the type of acti-
vity carried out, provide for measures 
capable of to ensuring that its activity is 
carried out in compliance with the law 
and to discover and promptly remove 
risky situations. 

With reference to the effective implemen-
tation of the Model, the Decree provides 
for the requirement of a periodic check and 
its updating, when significant breaches of 
the requirements it contains have been de-
tected or when organisational changes or 
changes in the activity of the organisation 
occur. 

5. Crimes committed abroad 

By virtue of art. 4 of the Decree, the organi-
sation may also be called upon to be liable 
in Italy for predicate crimes committed 
abroad, on condition that the objective and 
subjective indictment criteria set out in the 
Decree are met. 
 
However, the Decree conditions the pos-
sibility of prosecuting the organisation for 
crimes committed abroad to the existence 
of further necessary conditions: 

• the State of the place in which the cri-
me was committed is not proceeding;

• the headquarters of the organisation 
are on Italian soil;

• the crime is committed abroad by a 
person who is functionally linked to the 
Organization;

• the conditions of prosecutability pro-
vided for in articles 7, 8, 9 and 10 of the 
criminal code exist. 

6. Penalties
The penalties for administrative criminal 
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area the crime was committed. 
 
The Decree also expressly regulates the 
regime of liability of the organisation in the 
event of alterations or, to be more precise, 
in the event of transformation, merger, split-
ting and transfer of a company. 
 
In particular, in the event of transformation 
of the organisation, the liability for crimes 
committed before the date on which the 
transformation took effect shall remain in 
force. The new organisation will therefore be 
the recipient of penalties applicable to the 
original organisation for facts committed 
prior to the transformation. 
 
In the event of merger, the organisation re-
sulting from the merger, including mergers 
by incorporation, is liable for the crimes for 
which those organisations taking part in 
the merger were liable. If the merger takes 
place before the conclusion of the investi-
gation proceedings concerning the liability 
of the organisation, the judge will take into 
account the economic conditions of the 
original organisation and not those of the 
organisation resulting from the merger. 
 
In the event of a split, the liability of the 
split organisation for crimes committed 
before the date on which the split took 
effect and those who benefited from the 
split are jointly obliged to pay the pecuniary 
penalties applied to the split organisation 
up to the limits of the value of the net assets 
transferred to each individual organisation, 
except in the case of organisations to which 
the branch of business in which the crime 
has been committed has been transferred; 
the prohibitory penalties are applicable to 
the organisation(s) into which the business 
branch in which the crime was committed 
remained or flowed. If the split takes place 

before the conclusion of the investigation 
proceedings concerning the liability of 
the organisation, the judge will take into 
account the economic conditions of the 
original organisation and not those of the 
organisation resulting from the merger. 
 
In the event of transfer or sale of the com-
pany in the area in which the crime was 
committed, without prejudice to the grantor 
organisation’s right of advanced enforce-
ment, the grantee is jointly liable with the 
grantor organisation for payment of the 
pecuniary penalty, within the value limits of 
the ceded company and within the limits of 
the pecuniary penalties which result from 
the mandatory account books, or which the 
grantee was in any case aware of. 
 
In any case, prohibitory penalties are 
applied to the organisations to which the 
field of activity within which the crime was 
committed has remained, or to which it was 
transferred or partially transferred.

• disqualification from facilitations, fun-
ding, aid or grants and possible revoca-
tion of those already granted;

• temporary or permanent prohibition 
from advertising goods or services. 

Prohibitory penalties target the specific 
activity concerned by the organisation’s cri-
minal offence, and are normally temporary, 
lasting for a period of from three months to 
two years, but can exceptionally be applied 
with permanent effect. They can also be 
applied as a precaution prior to the convi-
ction, upon the Public Prosecutor’s request, 
when serious clues to the liability of the 
organisation subsist and there are founded 
and specific elements that imply a concrete 
risk of criminal offences of the same nature 
as the one subject to proceedings being 
committed. 
Law no. 3 of 2109 introduced a mechani-
sm that tends to reward the collaborative 
behaviours of the Organisation, reducing 
the prohibitory penalties envisaged for 
crimes of extortion, bribery among private 
individuals and in legal proceedings, illicit 
offer to give or promise benefits and inci-
tement of bribery , if before the preliminary 
judgement the Organisation has effectively 
made arrangements to prevent the activity 
from resulting in further consequences, 
to ensure the evidence of the crimes is 
available and to identify the perpetrators, 
that is to seize the sums of money or other 
benefits transferred, and has eliminated the 
organisational shortcomings that have led 
to the occurrence of the crime, by adopting 
and implementing organisational models 
capable of preventing the occurrence of 
further crimes of the same type as that 
identified. The prohibitory penalties will be 
applied for a period of no less than three 
months and no longer than two years .

c) Confiscation  

This consists in the State acquiring the value 
or advantage derived from the committing 
of the crime, or of an equivalent value. 

d) Publication of the conviction 

This consists in the publication of the convi-
ction one single time, in shortened form or 
in full at the expense of the organisation, in 
one or more newspapers indicated by the 
Judge in the sentence as well as in posters 
put up in the municipality in which the hea-
dquarters of the organisation is situated. 
 
With the exception of cases of suspension 
of the limitation, the fines are prescribed 
within a period of 5 years from the date on 
which the crime was committed.  
 
The final conviction of the organisation is 
registered in the national register of fines 
for crimes by organisations: a set of records 
containing all the decisions related to penal-
ties which have become irrevocable, applied 
to organisations in accordance with the 
Decree. 

7. Alterations of the organisation 

Only the organisation is liable for paying the 
pecuniary penalty imposed on the organi-
sation, with its assets or the mutual fund. 
The regulations therefore exclude any direct 
financial liability of shareholders or partners, 
independently of the legal status of the cor-
porate organisation. 
 
Prohibitory penalties are applied based on 
the principle that these remain the liability 
of the organisation that still hosts (or has 
incorporated) the field of activity in whose 
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This Model of organisation, management 
and control implements art. 6, paragraph 3 
of the Decree and constitutes to all effects 
the internal regulations of the Company. In 
compliance with the provisions of the De-
cree, with a resolution passed by the Board 
of Directors on date 26th May 2022, the 
Company adopted a subsequent, updated 
version of its Model of organisation, mana-
gement and control (this Model).

The Model was formulated taking into ac-
count the structure and the activity concre-
tely carried out by the Company, the nature 
and size of its organisation, and an analysis 
of the risk posed should the predicate cri-
mes be committed, as specified below.

For the purpose of preparing this Model, the 
Company has arranged to:

• map the activities at risk (the so-called 
’sensitive activities’): by interviewing the 
managers of the company functions 
and analysing the company organisa-
tion charts and the system for the di-
stribution of responsibilities, identifying 
the areas in which it is more likely that 
the predicate crimes indicated in the 
Decree will be committed;

• identifying the existing control 
procedures: by means of interviews 
with the managers of the company 
functions, supplemented with self-as-
sessment questionnaires, identifying 
the existing control procedures in the 
sensitive areas pinpointed previously; 

• calculating the residual risk for every 
sensitive activity: the risk that the cri-

mes will be committed was estimated, 
having considered the internal control 
system which characterises the activity 
in question;

• identifying preventative principles 
and rules: on the basis of the results of 
the two previous stages, it identified the 
principles and rules to be implemented 
to prevent, as far as reasonably foresee-
able and possible, the predicate crimes 
significant for the Company from being 
committed.

1. Purpose and content of the Lamberti 
S.p.A. Model

The main objective of the Model is to set 
up a structured and organic organisational 
and control procedure system aimed at 
preventing, as far as reasonably foreseeable 
and possible, the committing of behaviour 
that could constitute the crimes contempla-
ted by the Decree, as well as rendering the 
existing system of controls and governance 
more effective.

The Model offers a valid instrument for rai-
sing the awareness of all employees and sta-
keholders (suppliers, customers, trade part-
ners etc.), in order that they all adopt proper 
and transparent behaviour in line with the 
ethical values inspiring the Company in the 
pursuit of its business purpose and which 
in any case are such as to prevent the risk 
of the crimes contemplated by the Decree 
from being committed.

The Model proposes the diffusion and con-
solidation of a business culture based on 

THE LAMBERTI 
S.p.A. MODEL
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The Model must always be promptly modi-
fied or integrated by the Board of Directors, 
also on request of the Supervisory Body, 
when:

• there have been significant changes to 
the regulatory framework, organisation 
or activity of the Company; or  

• breaches or avoidance of its require-
ments have taken place, which have 
demonstrated the ineffectiveness or 
inconsistency of the Model for the pur-
pose of preventing crimes.

In any case the Supervisory Body must 
promptly notify the Chairman of the Board 
of Directors in writing of any facts which 
highlight the need to change or update the 
Model. In such a case the Chairman of the 
Board of Directors must convene the Board 
of Directors so that it can pass the resolu-
tions within its field of competence.
All changes, updates or additions to the Mo-
del must always be communicated to the 
Supervisory Body.
Should changes of a solely formal nature 
to the Model be necessary, the Managing 
Director, having consulted with the Super-
visory Body, can provide for them autono-
mously. Subsequent communication of such 
changes shall be made to the entire Board 
of Directors. 
Changes to company procedures which 
are necessary for the implementation of 
the Model are made by the company fun-
ctions concerned. The Supervisory Body 
is constantly informed about the updating 
and implementation of the new operating 
procedures and may give its opinion on the 
proposed changes. When approval of new 
company procedures renders it necessary 
to make changes to the Model, the Mana-
ging Director may proceed with this, subject 
to the Board of Directors ratifying these at 

the first relevant meeting. 
 
4. Crimes relevant to the Company

In the light of the analysis conducted by 
the Company to date for the purposes of 
preparation of this Model the predicate 
crimes provided for by the following laws 
are considered relevant for the Company: 
Legislative Decree 231/2001, articles 24 and 
25 (crimes committed in relations with the 
Public Administration), 24-bis (information 
technology offences and unlawful handling 
of data), 24-ter (organised crime offences), 
25-bis (public faith crimes), 25-bis.1 (indu-
strial and trade offences), 25-ter (corporate 
crimes), 25-quater (offences with the aim of 
terrorism and subversion of the democra-
tic order), 25-quinquies (Offences against 
persons and individual freedom), 25-septies 
(manslaughter and serious or very serious 
bodily harm, committed with breach of the 
accident prevention and health and safety 
workplace regulations), 25-octies (recei-
ving, laundering and use of money, assets 
or benefits of unlawful origin), 25-octies.1 
(crimes relating to non-cash payment me-
ans ), 25-novies (copyright breach offences), 
25-decies (induction not to issue statemen-
ts or to issue mendacious statements to the 
legal authorities), 25-undecies (environ-
mental crimes), 25-duodecies (employment 
of citizens of other countries without a legal 
permit of stay) and art. 10 of Law 146/2006 
(transnational crimes), 25-terdieces (racism 
and xenophobia); 25 quinquiesdecies (tax 
crimes); 25 sexiesdecies (smuggling). Con-
cerning the possible ways of carrying out 
the predicate crimes relevant to the Com-
pany, in the Special Part the Model identi-
fies the sensitive activities in the area of whi-
ch the aforesaid crimes may be committed.
The relevant crimes for the Company have 
been identified based on the analysis con-

legality: the Company therefore punishes 
all behaviour contrary to the law, and in 
particular to the provisions of the Model 
and the Code of Ethics, even when the 
behaviour takes place in the interest of the 
Company or with the intention of benefiting 
the same.

The Model also aims to disseminate a 
control culture which must govern all the 
decision-making and operative stages of 
the Company’s activity. The aforesaid aims 
are achieved by adopting appropriate mea-
sures for improving efficiency when carrying 
out the business activities and creating 
an efficient and well-balanced business 
organisation, with particular emphasis on 
decision-making and the transparency of 
decisions, on preventive and subsequent 
controls, as well as on internal and external 
information, in constant compliance with 
the law and the rules, by promptly identi-
fying and eliminating risky situations.

The fundamental principles on which the 
Model is founded are:

• mapping of the activities at risk, that is 
those activities within which the com-
mitting of the crimes provided for in 
the Decree is more likely (the so-called 
’sensitive activities’);

• checking and documentation of every 
significant operation within the field of 
the activities at risk regarding the com-
mitting of predicate crimes;

• application and compliance with the 
principle of separation of functions, ac-
cording to which no-one can manage 
an entire process autonomously;

• attribution of powers consistent with 
the organisational responsibilities;

• ex-post checking of company beha-
viour as well as the proper functioning 

of the Model, in order to allow its perio-
dic updating;

• dissemination and the involvement of 
all levels of the company in the imple-
mentation of rules of conduct, proce-
dures and company policies which are 
compliant with the principles set out in 
the Model;

• assignment of specific surveillance 
tasks to the Supervisory Body to ensure 
the effective and proper functioning of 
the Model.

2. Relationship between the Model and 
the Code of Ethics 

The Code of Ethics of the Company, adop-
ted with a resolution of the Board of Direc-
tors on 15th December 2010, and recently 
with a resolution on 12th September 2019, 
contains the principles of behaviour and the 
ethical values which inspired the Company 
in the pursuit of its business purpose and its 
objectives. These principles and values must 
be complied with by everyone who interacts 
with the Company.
The Code of Ethics is therefore an essential 
foundation of the Model. The regulations 
contained in the Model require compliance 
with the provisions of the Code of Ethics, 
and with it form a corpus of internal rules 
aimed at the diffusion of a culture of ethics 
and corporate transparency. The Code of 
Ethics, which is understood to be fully refer-
red to here, constitutes an integral part of 
the Model.
 
3. Adoption of and the making of chan-

ges and additions to the Lamberti 
S.p.A. Model

The Board of Directors has sole competen-
ce for the adoption, modification and inte-
gration of the Model. 
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ts of the same type, however they may 
be named, granted or allocated by the 
State, other public bodies or the Euro-
pean Communities.

• Computer fraud to the detriment of 
the State or another public body (art. 
640-ter of the Criminal Code, para-
graph 2) is constituted by the conduct 
of a person who, by altering in any way 
whatsoever the functioning of an infor-
mation technology or data transmission 
system, or by interfering without the 
right to do so in any way with data, 
information or programs contained in 
an information technology or data tran-
smission system or pertinent to one, 
secures for himself or others an unjust 
advantage to the detriment of the State 
or another public body.

• Fraud in public procurement (art. 356 
of the Criminal Code): constituted by 
the conduct of a person who commits 
fraud in the performance of supply con-
tracts or in the fulfilment of the other 
contractual obligations referred to in 
the preceding article, shall be punished 
by imprisonment for from one to five 
years and a fine of at least €1,032.  

• Bribery by exercising a function (art. 
318 of the Criminal Code): constituted 
by the conduct of a public official or a 
public service officer who, in order to 
carry out his functions or powers, recei-
ves or accepts the promise of money 
or another benefit not due to him for 
himself or a third party.  

• Bribery for an action conflicting with 
official duties (art. 319 of the Criminal 
Code): constituted by the conduct of 
a public official who, in order to omit or 

delay or because he has already omit-
ted or delayed an act of his office, or to 
carry out or because he has already car-
ried out an act conflicting with official 
duties, receives or accepts the promise 
of money or another benefit for himself 
or a third party.  
 

• Bribery in legal proceedings (art. 319-
ter of the Criminal Code, paragraph 2): 
constituted by acts of bribery, when 
committed to favour or damage a party 
in a civil, criminal or administrative trial. 

• Improper induction to give or promise a 
benefit (art. 319-quater of the Criminal 
Code): constituted by the conduct of a 
public official or a public service officer 
who, unless the fact constitutes a more 
serious offence, by abusing his position 
or powers induces someone to impro-
perly give or promise, to himself or a 
third party, money or another benefit, 
as well as the conduct of the person 
who gives or promises the money or 
other benefit;

• Bribery of a public service officer (art. 
320 of the Criminal Code): constituted 
by the act cited in articles 318 and 319 
of the Criminal Code when committed 
by a public service officer.

Pursuant to Article 321 of the Criminal Code 
(Penalties for the briber), the penalties 
established in articles 318, paragraph 1, 319, 
319-bis, 319-ter and 320 of the Criminal 
Code in relation to the cases set forth on 
articles 318 and 319 of the Criminal Code are 
also applied to those who give or promise 
money or other benefits to public officials or 
public service officers.

• Incitement of bribery (art. 322 of the 

ducted up to the time of adoption of this 
Model by the Board of Directors:

• of the main activity carried out by the 
Company;

• of the socio-economic context in which 
the Company operates;

• of the relationships and legal and 
economic relations that the Company 
establishes with third parties

• of discussions with the top manage-
ment of the Company and interviews 
conducted with the function managers, 
and of these persons’ perception of the 
level of risk of the committing of crimes, 
given the internal control system in exi-
stence within the Company.

Possible changes to the elements which 
constituted the basis for the aforesaid analy-
sis may bring about the need to extend or 
reduce the number of predicate crimes li-
sted below. To this end the Company under-
takes, within the framework of the constant 
monitoring of the Model and in collabora-
tion with the Supervisory Body, to keep the 
list of predicate crimes constantly updated, 
including in the light of the risk assessment 
conducted and periodically updated, which 
constitutes the foundation for the prepara-
tion and updating of the Model.

Crimes committed in relations with the 
Public Administration (articles 24 and 25 of 
the Decree)

• Misappropriation to the detriment of 
the State (art. 316-bis of the Criminal 
Code) constituted by the conduct of a 
person, extraneous to the Public Ad-
ministration who, having obtained from 
the State or another public body or the 
European Community, aid, grants or 
funding intended to favour initiatives 

directed at the realization of works or 
the carrying out of activities of public 
interest, does not use them for the afo-
resaid purposes.

• Undue receipt of disbursements to the 
detriment of the State (art. 316-ter of 
the Criminal Code) is constituted by the 
conduct of a person who, unless the 
fact constitutes the crime provided for 
by art. 640-bis of the Criminal Code, 
by means of the use or presentation of 
statements or documents which are 
false or attest untruths, or by means of 
the omission of due information, unju-
stly obtains for himself or for others, aid, 
funding, subsidized loans or other di-
sbursements of the same type, however 
they may be named, granted or alloca-
ted by the State, by other public bodies 
or by the European Communities.

• Fraud to the detriment of the State or 
another public body (from art. 640 of 
the Criminal Code paragraph 2, no. 1): 
constituted by the conduct of a person 
who, with tricks or deceit and by mi-
sleading someone, secures for himself 
or others an unjust advantage to the 
detriment of the State or another pu-
blic body, or with the pretext of having 
that person be exempted from military 
service, or if the fact is committed by in-
stilling in the injured person the fear of 
an imaginary risk or the incorrect belief 
that they must carry out an order of the 
Authority.

• Aggravated fraud for the obtainment 
of state disbursements (art. 640-bis of 
the Criminal Code) is constituted by 
the same conduct as in the point above, 
when carried out to obtain aid, funding, 
subsidized loans or other disbursemen-
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of the Criminal Code) constituted by 
the conduct of those who, except for 
the cases of concurring in the crimes 
envisaged by articles 318, 319, 319-ter 
and in the crimes of bribery as per ar-
ticle 322-bis, by exploiting or boasting 
existing or alleged relationships with a 
public official or a public service officer 
or one of the parties described in article 
322-bis, unjustly has people give or 
promise to himself or others, money or 
other benefits, as a the price of his illicit 
mediation towards a a public official or a 
public service officer or one of the par-
ties described in article 322-bis, that is, 
to pay the same in relation to the exerci-
sing of his functions or powers, is puni-
shed with a sentence of imprisonment 
for a period of from one year to four 
years and six months. The same punish-
ment is applied to the person who gives 
or promises the money or other benefit. 
The penalty is increased if the party 
who unjustly has people give or promi-
se to himself or others, money or other 
benefits, is a public official or a public 
service officer. The penalties are also 
increased if the facts are committed in 
relation to the exercising of judiciary 
activities or to remunerate the public 
official or public service officer or one 
of the other parties described in article 
322-bis in relation to the fulfilment of 
an action contrary to their official duties 
or to the omission or delay of an action 
of his office. If the facts are particularly 
minor, the penalty is reduced. 

Information technology offences and un-
lawful handling of data (art. 24-bis of the 
Decree)

• Counterfeiting information techno-
logy documents (art. 491-bis of the 

Criminal Code): this offence extends 
the criminal punishability of the crimes 
provided for within Book II, Paragraph 
VII, point III of the Criminal Code, or to 
be more precise the case of material 
or ideological counterfeiting commit-
ted with regard to official documents, 
certificates, permits, private deeds or 
private documents, by a representative 
of the Public Administration or a private 
individual, when the subject is an “in-
formation technology document which 
has evidential effectiveness”, that is an 
information technology document con-
taining at least a digital signature, which 
can be used to identify the author and 
the fixed date requirement. “Informa-
tion technology document” means 
the computerised representation of 
legally significant acts, facts or data 
(art.1, para.1, point p, Legislative Decree 
82/2005). 

• Unauthorized access to an information 
technology or data transmission sy-
stem (art.615-ter of the Criminal Code): 
this provision punishes the conduct 
of a person who illegally enters, that is 
eluding any form whatsoever of access 
barrier even if minimal, an information 
technology or data transmission system 
protected by security measures, or re-
mains in it against the will of those with 
the right to exclude him. It is important 
to emphasise that this crime does not 
subsist if no security measures are en-
visaged, as only by arranging security 
measures (not by pointing out their 
adequacy) is the administrator’s will to 
prevent access to the information tech-
nology system made evident.  

• Unauthorized possession and diffusion 
of codes for accessing information te-

Criminal Code): constituted by the con-
duct of a person who offers or promises 
money or another benefit not due, to a 
public official or a public service officer, 
for the exercising of his functions or 
powers, or to induce him to omit or de-
lay an act of his office, or perform an act 
contrary to his duties, when the offer or 
promise is not accepted. It also refers 
to the conduct of the public official or 
public service officer who solicits a pro-
mise or dation of money or another be-
nefit for the exercising of his functions 
or powers or who solicits a promise or 
dation of money or another benefit on 
the part of a private individual for the 
purposes stated in art. 319 of the Crimi-
nal Code

• Embezzlement, extortion, illicit offer 
to give or promise benefits, corruption 
and incitement to bribery of the mem-
bers of the bodies of the European 
Communities and of the officials of the 
European Communities and of Forei-
gn States (art. 322-bis of the Criminal 
Code.): constituted by facts of bribery 
as per articles 314, 316, from 317 to 320 
and 322, paragraphs 3 and 4, of the Cri-
minal Code, is is also applicable to: 

 √ members of the Commission of 
the European Communities, the 
European Parliament, the Court of 
Justice and the Court of Audit of 
the European Communities; 

 √ the officers and the agents hired 
with a contract compliant with the 
by-laws of the officers of the Euro-
pean Communities or the regime 
applicable to the agents of the 
European Communities; 

 √ the people controlled by the mem-

ber States or any public or private 
organisation at the European 
Communities, who exercise fun-
ctions that correspond to those of 
the officers of agents of the Euro-
pean Communities; 

 √ the members and workers of orga-
nisations incorporated based on 
the founding Treaties of the Euro-
pean Communities; 

 √ those who, in other member States 
of the European union, perform 
functions or activities that corre-
spond to those of public officials 
and public service officers.

 
The provisions of arts. 319-quater, para-
graphs 2, 321 and 322, paragraphs 1 and 
2 of the Criminal Code, also apply to 
persons who give or promise money or 
another benefit:  

 √ to the aforesaid persons; 

 √ to persons who carry out functions 
or activities which correspond to 
those of public officials and public 
service officers in other foreign 
States or international public 
organisations, when the act is 
committed to secure for themsel-
ves or others an unjust benefit in 
international economic operations 
or in order to obtain or maintain an 
economic or financial activity.

The aforesaid persons are likened to officials 
when they carry out corresponding fun-
ctions, and to public service officers in other 
cases.

• Illicit traffic of influences (art. 346 – bis 
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data transmission systems (art.635 qua-
ter of the Criminal Code): this provision 
punishes the conduct of a person who, 
by means of the behaviour cited in arti-
cle 635-bis or through the introduction 
or transmission of data, information or 
programs, destroys, damages, or wholly 
or partially renders the information te-
chnology or data transmission systems 
of others useless or seriously impedes 
their functioning, unless the act consti-
tutes a more serious crime. 

• Damaging of information technology 
or data transmission systems of public 
benefit (art.635-quinquies): the law in-
criminates the conduct described in the 
previous article 635-quater, when it is 
aimed at wholly or partially destroying, 
damaging or rendering information te-
chnology or data transmission systems 
of public benefit useless or seriously 
impeding their functioning. 

Organized crime offences (art. 24-ter of 
the Decree) 

• Criminal conspiracy (art. 416 of the 
Criminal Code): punishes those who 
promote, constitute or organise an as-
sociation of three or more persons for 
the purpose of committing several of-
fences, as well as those who participate 
in them; 

• Mafia association including foreign 
mafia association (art. 416-bis of the 
Criminal Code): punishes anyone who is 
part of a Mafia association made up of 
three or more persons, as well as those 
who promote, lead or organise it. As-
sociation is considered Mafioso when 
those who are part of it make use of 
the intimidating power of membership 

and the condition of subjection and 
conspiracy of silence deriving from it to 
commit offences, to directly or indirect-
ly acquire the management or in any 
case the control of economic activities, 
concessions, permits, contracts and 
public services or to gain unjust profit 
or benefits for themselves or others, or 
to prevent or hinder free voting or to 
secure votes for themselves or others 
during elections. The association is 
considered armed when the participan-
ts have the availability of arms or explo-
sives for the achievement of the aim of 
the association, even if they are hidden 
or kept in a repository. The provisions 
of art. 416-bis of the Criminal Code also 
apply to the Camorra, the ‘ndrangheta 
and other associations, however they 
may be named locally and include 
foreign associations, which by availing 
themselves of the intimidating power of 
membership pursue aims equivalent to 
those of Mafia associations; 

• Offences committed making use of the 
conditions provided for by art. 416-bis 
of the Criminal Code, or to facilitate the 
activity of the associations provided for 
by that same article. 

Public faith crimes (art. 25-bis of the De-
cree)

• Counterfeiting, alteration or use of 
trademarks or particularities or paten-
ts, models and designs (art. 473 of the 
Criminal Code): constituted by the con-
duct of a person aware of the existence 
of an industrial property deed, who 
counterfeits or alters trademarks or 
particularities, whether domestic or fo-
reign, of industrial products or without 
effectively participating in the counter-

chnology or data transmission systems 
(art.615-quater of the Criminal Code): 
this offence punishes the conduct of 
a person who, without authorisation, 
obtains, duplicates, spreads, communi-
cates or hands over codes, keywords or 
other means that can be used to access 
an information technology or data tran-
smission system protected by security 
measures, or in any case provides indi-
cations or instructions to this effect, for 
the purpose of obtaining an advantage 
for himself or others or causing damage 
to others. 

• Diffusion of equipment, devices or 
information technology programmes 
aimed at damaging or shutting down 
an information technology or data tran-
smission system (art.615-quinquies of 
the Criminal Code): this law punishes 
the conduct of a person who, in order 
to unlawfully damage an information 
technology or data transmission sy-
stem, or to be more precise the infor-
mation, data or programs contained in 
or pertinent to it, or to promote the di-
sruption or alteration of its functioning, 
obtains, produces, duplicates, imports, 
spreads, communicates, hands over, or 
in any case makes available to others 
equipment, devices or information te-
chnology programs.  

• Unauthorised wire tapping, hindrance 
or disruption of information technology 
or data transmission communications 
(art.617-quater of the Criminal Code): 
this law punishes the conduct of a per-
son who fraudulently wire taps, hinders 
or disrupts communications related to 
an information technology or data tran-
smission system or that are exchanged 
between several systems, or wholly or 

partially reveals the content of these 
communications to the public using any 
means of information. 

• Installation of equipment designed to 
wire tap, hinder or shut down informa-
tion technology or data transmission 
communications (art.617-quinquies 
of the Criminal Code): this provision 
punishes the conduct of a person who, 
except for the cases allowed by law, 
installs equipment designed to wire tap, 
hinder or shut down communications 
related to an information technology or 
data transmission system, or commu-
nications exchanged between several 
systems. 

• Damaging of information technolo-
gy information, data and programs 
(art.635- bis of the Criminal Code): this 
provision punishes the conduct of a 
person who destroys, damages, can-
cels, alters or suppresses information, 
data or information technology pro-
grams of others, unless the act consti-
tutes a more serious crime.  

• Damaging of information, data and 
information technology programs used 
by the State or another public body, 
or in any case of public benefit (art. 
635-ter of the Criminal Code): this law 
punishes the conduct of a person who 
commits an act aimed at destroying, 
damaging, cancelling, altering or 
discontinuing information, data or in-
formation technology programs used 
by the State or another public body or 
pertinent to them, or in any case of pu-
blic benefit, unless the act constitutes a 
more serious crime.  

• Damaging of information technology or 
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dustrial property deed or in breach 
of the same; 

 - in order to make a profit, introdu-
ces on to Italian soil, possesses 
with intent to sell, offers for sale di-
rectly to consumers or in any case 
places in circulation the assets 
cited in the point above. 

This provision punishes those who use, 
without having the right to do so (who 
usurp), a valid industrial property deed 
(e.g. a licensee who distributes products 
outside the established territorial area 
or produces them without complying 
with the limits set by the patent holder).

Corporate crimes (art. 25-ter of the De-
cree)

• False or misleading corporate notices 
(art. 2621 of the Civil Code): constituted 
by the conduct of directors, general 
managers, executives in charge of 
the drafting of corporate accounting 
documents, auditors and liquidators, 
who with the exception of the cases 
envisaged by art. 2622, and in order to 
obtain unjust profit for themselves or 
others, represent material facts not cor-
responding to the truth in the balance 
sheets, notes or other corporate notices 
provided for by law and addressed to 
the shareholders or the public, even if 
they are judgements, or omit informa-
tion whose communication is required 
by law, on the economic, balance sheet 
or financial situation of the Company or 
Group to which they belong, in such a 
way as to mislead the recipients of the 
aforesaid situation.

• False or misleading corporate notices 

of minor concern (art. 2621-bis of the 
Civil Code; constituted by the conduct 
of those who commit the acts envisa-
ged by art. 2621 of the Civil Code when 
the offences are of minor concern, 
taking into account the nature and size 
of the company and the modality or ef-
fects of such conduct.

• Obstruction of control (in art. 2625 of 
the Civil Code): constituted by the con-
duct of directors who, by concealing 
documents or with other appropriate 
manoeuvres, prevent or in any case 
impede the performance of the moni-
toring activities legally assigned to the 
shareholders or other corporate bodies.

• Undue repayment of contributions (art. 
2626 of the Civil Code): constituted by 
the conduct of directors who, except 
for cases of legitimate reduction of sha-
re capital, repay, also with simulation, 
contributions to the shareholders or 
free them of the obligation to make the 
same.

• Illegal sharing of profits and reserves 
(art. 2627 of the Civil Code) constituted 
by the conduct of directors who share 
profits or part payments on profits not 
effectively earned or which are appro-
priated by law to a reserve, or to be 
more precise who share reserves, inclu-
ding those not constituted with profits, 
which cannot be legally distributed.

• Unlawful transactions involving shares 
or stocks of the parent Company (art. 
2628 of the Civil Code): constituted by 
the conduct of directors who, except 
for cases allowed by law, purchase or 
underwrite shares or stock, damaging 
the integrity of the share capital or 

feiting or alteration, makes use of such 
counterfeited or altered trademarks, or 
counterfeits or alters industrial, dome-
stic or foreign patents, designs or mo-
dels, or without effectively participating 
in the counterfeiting or alteration, ma-
kes use of such counterfeited or altered 
patents, designs or models. 

• Introduction to the State and trading 
of products with counterfeit marks (art. 
474 of the Criminal Code): punishes 
whoever, except for cases of concur-
ring in the crimes provided for by art. 
473 of the Criminal Code,: - introduces 
industrial products with counterfeited 
or altered domestic or foreign trade-
marks or other particularities on to 
Italian soil in order to benefit from the 
same; - except for cases of concurring 
in the counterfeiting, alteration or in-
troduction to Italian soil, or possesses 
with the intent to sell, offers for sale or 
otherwise places in circulation such 
products in order to profit from them. 

Industrial and trade offences (art. 25-bis.1 
of the Decree)

• Fraud in trading (art. 515 of the Criminal 
Code): punishes whoever, in the practi-
sing of a business or in a shop open to 
the public, delivers to the purchaser 
one moveable asset in place of another, 
or to be more precise a moveable asset 
other than that declared or agreed 
upon in terms of origin, source, quality 
or quantity. The law refers to the deli-
very of a moveable asset, the retention 
with intent to sell of an asset with an ori-
gin, source, quality or in a quantity other 
than that declared or agreed upon. It 
also covers the case of attempted fraud 
in trading, punished according to arti-

cles 56 and 515 of the Criminal Code 
with the same punishment envisaged 
for the crime of fraud in trading, redu-
ced by one third. Moreover, the case of 
a contract, which does not provide for 
the delivery of an asset but rather the 
realization of a work, is excluded. The 
non-conformity of the moveable asset 
can concern its origin (e.g. the place 
or system used for its preparation), 
source (e.g. the manufacturer), quality 
(e.g. non-essential qualities such as the 
degree or method of preservation), and 
quantity (e.g. the weight).

• Sale of industrial products with men-
dacious marks (art. 517 of the Criminal 
Code); punishes whoever offers for 
sale or otherwise places in circulation 
intellectual property or industrial pro-
ducts with domestic or foreign names, 
trademarks or particularities capable 
of misleading the buyer regarding the 
origin, source or quality of the work or 
the product. This law also concerns the 
mere offering for sale (and not the de-
livery) of products, in this case bearing 
mendacious marks, that is marks ca-
pable of misleading the average buyer, 
without resorting to counterfeiting or 
alteration (punished instead by art. 474 
of the Criminal Code).

• Manufacturing and trading of assets 
realized by usurping industrial property 
deeds (art. 517-ter): except the appli-
cation of articles 473 e 474, punishes 
whoever: 

 - could potentially be aware of the 
existence of a deed of industrial 
property, and manufactures or 
industrially uses objects or other 
assets realized by usurping an in-
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sts are not accepted. 

• Unlawful influence on meetings of 
shareholders (Article 2636 of the Civil 
Code); constituted by the conduct of 
those who, by simulation or fraudulent 
actions, forms a majority in a meeting 
of shareholders in order to procure for 
themselves or for others unjustified 
profits, is punished by imprisonment 
for a period of between six months and 
three years. 

• Stock manipulation (art. 2637 of the 
Civil Code): constituted by the conduct 
of whoever spreads fake news, or car-
ries out simulated transactions or other 
tricks concretely capable of causing 
an appreciable alteration in the price 
of non quoted financial instruments 
or those for which an application for 
admission to trading in a regulated 
market has not been submitted, or that 
significantly affect the trust the public 
places in the financial stability of banks 
or banking groups; 

• Hindrance to the exercising of the fun-
ctions of public surveillance authorities 
(art. 2638 of the Civil Code): constitu-
ted by the conduct of directors, general 
managers, and executives in charge of 
the drafting of the corporate accoun-
ting documents, auditors and liquida-
tors of the Company or organisations 
and other persons subject by law to the 
public surveillance authorities or requi-
red to have obligations to them, who in 
the communications to the aforesaid 
authorities provided for according to 
the law, represent material facts not 
corresponding to the truth, including 
judgements, on the economic, balance 
sheet or financial situation of those 

subjected to surveillance, in order to 
hinder the exercising of the surveillance 
functions, or who for the same purpose 
wholly or partially conceal with other 
fraudulent means facts which they 
should have communicated concer-
ning the same situation, also when the 
information pertains to assets owned or 
managed by the Company on behalf of 
third parties; or the act committed by 
directors, general managers, auditors 
and liquidators of companies, or orga-
nisations and other persons subject by 
law to public surveillance authorities or 
required to have obligations to them, 
who knowingly hinders their functions 
in any form whatsoever, also by omit-
ting to make the required communica-
tions to the aforesaid authorities,

Offences with the aim of terrorism and 
subversion of the democratic order (art. 
25-quater of the Decree) 

• Financing terrorism-aimed activities 
(Art. 270 quinquies.1 of the Criminal 
Code): constituted by the conduct of 
those who, with the exception of the 
cases provided for in articles 270- bis 
and 270-quater.1, collects, provides or 
makes available assets or money, sour-
ced in any way, destined for full or par-
tial use in behaviours aimed at perfor-
ming terrorism as per article 270-sexies. 

• New York Convention of 9 December 
1999 (art. 2):  whoever commits an of-
fence using any means, directly or indi-
rectly, unlawfully and wilfully, provides 
or collects funds with the intention that 
they should be used or in the knowled-
ge that they are to be used, in full or in 
part, in order to carry out:

 - (a) an act which constitutes an 

reserves which cannot be distributed 
by law; or by directors who, except for 
those cases allowed by law, purchase 
or underwrite shares or stock issued 
by the parent Company, damaging the 
share capital or reserves which cannot 
be legally distributed.

• Transactions to the detriment of cre-
ditors (art. 2629 of the Civil Code): 
constituted by the conduct of directors 
who, in breach of legal provisions which 
protect creditors, perform reductions 
in share capital, mergers with another 
company or splitting operations, cau-
sing damage to creditors. 

• Fictitious formation of capital (art. 2632 
of the Civil Code): constituted by the 
conduct of directors and contributing 
shareholders who fictitiously form or in-
crease the share capital, including par-
tially, by assigning shares or stock in an 
overall measure that is higher than the 
total amount of the share capital, the 
mutual underwriting of shares or stock, 
or the significant overestimation of con-
tributions of assets in kind, or debts, or 
rather the assets of the Company in the 
event of a transformation. 

• Bribery among private individuals (art. 
2635, paragraph 3 of the Civil Code); 
constituted by the conduct of directors, 
general managers, executives in char-
ge of drafting corporate accounting 
documents, or auditors or liquidators 
from private entities who, within the 
organisation of the company or private 
entity, exercise functions other than 
those described above, who through an 
intermediary, solicit or receive money 
or other undue benefits for themselves 
or for others, or accept the promise of 

the same, in exchange for performing 
or failing to perform an act in breach 
of the duties inherent to their office or 
the duties of loyalty. The same penalty 
shall also apply to those who give or 
promise money or other benefits to the 
above-mentioned parties and to those 
subject to the management or super-
vision of said parties, in exchange for 
performing or failing to perform an act 
in breach of the duties inherent to their 
office or the duties of loyalty. 

• Incitement of bribery among private 
individuals (Article 2635-bis of the Civil 
Code): constituted by the conduct of 
whoever offers or promises money or 
other undue benefits to directors, ma-
naging directors, management tasked 
with drawing up the corporate financial 
statements, to statutory auditors and 
liquidators of private companies and 
entities, and all others working in ma-
nagement positions, in order to induce 
the same to carry out or not to carry 
out an act in breach of their official du-
ties or the duties of loyalty. Should the 
offer or promise not be accepted, the 
punishment indicated in paragraph 1 of 
art. 2635 is reduced by one third. The 
punishment illustrated in the first para-
graph is applicable to directors, general 
managers, and executives in charge of 
drafting corporate accounting docu-
ments, and to auditors and liquidators 
from other companies or private enti-
ties and those holding management 
positions in the same who, having been 
given or promised money or other be-
nefits for themselves or for others, also 
through an intermediary, take or omit 
actions in breach of the obligations 
inherent to their office or to their duties 
of loyalty, inn cases where such reque-
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Laundering crimes (art. 25-octies of the De-
cree) 

• Receiving (art. 648 of the Criminal 
Code): constituted by the conduct 
of a person who, except for the cases 
of concurring in the crime, in order 
to obtain an advantage for himself or 
others, purchases, receives or conceals 
money or things originating from any 
offence whatsoever, or is in any case 
involved in their purchase, receipt or 
concealment. The provisions of this ar-
ticle also apply when the perpetrator of 
the crime that generates the money or 
objects is not guilty or punishable, and 
that is when they cannot be convicted 
of such a crime. 

• Laundering (art. 648-bis of the Crimi-
nal Code): constituted by the conduct 
of a person who, except for the cases 
of concurring in the crime, replaces 
or transfers money, assets or other 
benefits originating from an offence 
committed with criminal intent or, to 
be more precise, who carries out other 
transactions in relation to them, in such 
a way as to hinder the identification of 
their felonious origin.

• Use of money, assets or benefits of un-
lawful origin (art. 648-ter of the Crimi-
nal Code): constituted by the conduct 
of a person who, except for the cases 
of concurring in the crime and the 
cases provided for in articles 648 and 
648-bis, uses money, assets or other 
benefits originating from an offence in 
economic or financial activities.

• Self-laundering (art. 648-ter 1 of the 
Code of Criminal Procedure): con-

stituted by the conduct of those who 
aid and abet the committing of the 
underlying crime, uses substitutes or 
transfers money, goods or other assets 
deriving from an intentional offence or 
carries out other transactions in respect 
of such money, goods or assets, so as to 
obstruct identification of their criminal 
origin. 

Crimes relating to non-cash payment 
means (art. 25-octies.1 of the Decree)

• Misuse and falsification of non-cash 
payment means (art. 493-ter of the 
Criminal Code): constituted by the 
conduct of a person who, in order to 
gain profit for himself or others, unduly 
uses credit or payment cards, or any 
other similar document enabling the 
withdrawal of cash or the purchase of 
goods or the provision of services or, 
in any case, any other payment means 
other than cash, without being the 
holder thereof. The same punishment 
shall apply to any person who, in order 
to obtain profit for himself or others, 
forges or alters the means or documen-
ts referred to in the first sentence, or 
possesses, disposes of or acquires such 
means or documents of unlawful origin 
or in any case forged or altered, as well 
as payment orders made with them. 

• Possession and dissemination of 
computer equipment, devices or pro-
grams intended to commit offences 
involving non-cash payment means 
(art. 493-quater of the Criminal Code): 
constituted by the conduct of a person 
who, unless the fact constitutes a more 
serious offence, in order to make use 
of or to allow others to use when com-
mitting offences concerning non-cash 

offence within the scope of and as 
defined in one of the treaties listed 
in the annex; or 

 - (b) any other act intended to cause 
death or serious bodily injury to a 
civilian, or to any other person not 
taking an active part in the hostili-
ties in a situation of armed conflict, 
when the purpose of such act, by 
its nature or context, is to intimi-
date a population, or to compel a 
government or an international or-
ganisation to do or to abstain from 
doing any act.

Offences against persons and individual 
freedom (art. 25-quinquies of the Decree) 

• Illegal intermediation and exploitation 
of labour (art. 603 bis of the Criminal 
Code): constituted by the conduct of 
those who:  
1) recruits labour for the purpose of 
allocating it for work c/o third parties in 
exploitation conditions, taking advanta-
ge of the workers’ needy conditions;  
2) uses, hires or employs labour, inclu-
ding through the intermediation activi-
ty referred to in paragraph 1), subjecting 
workers to exploitative conditions and 
taking advantage of their needy con-
ditions. 
For the purposes of this article, exploi-
tation refers to the existence of one or 
more of the following circumstances: 
1) the systematic paying of salaries to 
workers in a manner that clearly does 
not comply with the national collective 
agreements or territorial agreements 
signed with the main trade unions 
across Italy in force, or in any case not in 
proportion to the quantity and quality 
of work performed; 

2) the systematic breach of the rules 
regulating working hours, rest periods, 
weekly rest, mandatory expectations 
and holidays; 
3) subsistence of breaches of occupa-
tional health, hygiene and safety issues; 
4) the subjecting of a worker to parti-
cularly degrading working conditions, 
monitoring procedures, or housing 
facilities. 
Aggravating circumstances are consti-
tuted when: 
1) the number of exploited workers is 
more than three; 
2) one or more exploited workers are 
minors and too young to work;  
3) the situation has exposed the exploi-
ted workers to serious danger, that 
must be assessed in relation to the cha-
racteristics of the work tasks and the 
imposed working conditions. 

Manslaughter and serious or very serious 
bodily harm (art. 25-septies of the Decree) 

• Manslaughter (art. 589 of the Criminal 
Code): constituted by the conduct of 
a person who causes the death of a 
person through negligence, by violating 
the accident prevention regulations in 
place in the workplace. 

• Accidental personal injury (art. 590 of 
the Criminal Code): constituted by the 
conduct of a person who accidentally 
causes serious or very serious personal 
injury to others, by violating the acci-
dent prevention regulations in place in 
the workplace. 

The death or serious or very serious acci-
dental personal injury must be committed 
in breach of the workplace health and safety 
regulations.
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issue statements or to issue menda-
cious statements, when the person has 
the right to remain silent. 

Environmental crimes (art. 25-undecies of 
the Decree) 

• Killing, destruction, capture, taking, ke-
eping of specimens of protected animal 
or plant species, provided for by art. 
727-bis of the Criminal Code: applies in 
the event of the killing, capture or ke-
eping of a not insignificant quantity of 
specimens of protected animal species, 
or the destruction, taking or keeping 
of a not insignificant quantity of speci-
mens of protected wild plant species. 

• Destruction or debasement of habitat 
within a protected site, provided for by 
art. 733-bis of the Criminal Code: ap-
plies in the event that the performance 
of company activities causes the de-
struction of a habitat within a protected 
site or its debasement, compromising 
the state of conservation. 

• Crimes related to the dumping of indu-
strial waste water containing hazardous 
substances (Article 137, paragraphs 
2, 3, 5, 11 and 13 of Legislative Decree 
152/2006: these occur when certain 
industrial waste waters containing ha-
zardous substances are dumped.: 

 - in the absence of authorisation or 
with suspended or withdrawn au-
thorisation (paragraph 1); 

 - without compliance with the provi-
sions of the authorisation, or other 
provisions issued by the compe-
tent authority (paragraph 3); 

 - in excess of the maximum values 
set by law or the more restrictive 
values set by autonomous regions 
or provinces or by the competent 
authority (paragraph 5); 

the liability of the organisation, moreo-
ver, may derive from the implementa-
tion of discharges: 

 - onto the soil, into the surface layers 
of the subsoil, into underground 
water and the subsoil, in breach 
of articles 103 and 104 Legislative 
Decree 152/2006, except for the 
exceptions and derogations provi-
ded for therein (paragraph 11); 

 - into the sea water by ships or air-
craft in the event that the dischar-
ge contains substances or mate-
rials for which an absolute ban on 
spillage is imposed in accordance 
with the provisions contained in 
the international agreements in 
force on the subject, ratified by 
Italy (paragraph 13). 

• Unauthorised waste management 
activities envisaged by art. 256, para-
graphs 1, 3 and 5 of Legislative Decree 
152/2006: these occur in the following 
cases 

 - activity of collection6, transport7 
, recycling8, disposal9, trade and 
brokerage of waste – both hazar-
dous and non hazardous – in the 
absence of the prescribed autho-
risation, registration or notification 
(paragraph 1);  

 - the unauthorized creation and ma-
nagement of a landfill site, also, if 

payment means, produces, imports, 
exports, sells, transports, distributes, 
makes available or in any way procures 
for himself or others equipment, devi-
ces or computer programs which, by 
virtue of their technical-constructive 
or design characteristics, are primarily 
constructed for committing such offen-
ces, or are specifically adapted to serve 
the aforesaid purpose. 

• Computer fraud aggravated by the 
carrying out of a transfer of money, 
monetary value or virtual currency  (art. 
640-ter of the Criminal Code): consti-
tuted by the conduct of a person who, 
by altering in any way whatsoever the 
functioning of an information techno-
logy or data transmission system, or 
by interfering without the right to do 
so in any way with data, information or 
programs contained in an information 
technology or data transmission system 
or pertinent to one, secures for himself 
or others an unjust advantage to the 
detriment of others. The offence shall 
be punishable on complaint by the 
injured party, unless any of the circum-
stances set out in the second and third 
paragraphs or any of the circumstances 
set out in point 5 of the first paragraph 
of art. 61, limited to having taken advan-
tage of personal circumstances, inclu-
ding age, and point 7, apply. 

Copyright breach offences (art. 25-novies 
of the Decree) 

• (art. 171, paragraph 1, point a bis), Law 
633/1941: constituted by the conduct 
of a person who inputs protected in-
tellectual property, or part of it, to data 
transmission networks at the disposal of 
the public, protected intellectual works 

or parts of the same; 

• art. 171 bis, Law 633/1941: constituted 
by the conduct of a person who illegally 
copies processing programs in order to 
make profit, or who for the same purpo-
ses imports, distributes, sells, possesses 
for commercial or business purposes, 
or leases programs contained in media 
not marked by the Società italiana degli 
autori ed editori (SIAE); who uses any 
means whatsoever intended to allow 
or facilitate the arbitrary removal or 
avoidance of software protection; in 
order to make profit, who, on non SIAE 
marked media, duplicates, transfers 
to another medium, distributes, com-
municates, presents or shows in public 
the contents of a database, extracts 
or reuses, distributes, sells or leases a 
database; 

• art. 171-ter, Law 633/1941: constitu-
ted by the conduct of a person who 
– among other things – illegally dupli-
cates, copies or broadcasts in public, 
literary, drama, scientific or educational, 
musical or drama-musical and multime-
dia works. 

Induction not to issue statements or to 
make mendacious statements to the legal 
authorities (art. 25-decies of the Decree) 

• Induction not to issue statements or to 
make mendacious statements to the le-
gal authorities (art. 377 bis of the Crimi-
nal Code); punishes a person who, un-
less the fact constitutes a more serious 
crime, uses violence or threats, offers or 
promises of money or other benefits to 
induce a person called upon to stand 
before the courts and make statements 
usable in criminal proceedings, not to 
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 - in the preparation of a waste 
analysis certificate, used in the 
traceability control system, false 
indications are supplied on the 
nature, composition and physical 
and chemical characteristics of 
the waste, and a false certificate is 
included in the data to be supplied 
for the traceability of the waste 
(paragraph 6); 

 - the carrier neglects to accompany 
the transport of waste with a prin-
ted copy of the SISTRI – Handling 
Area sheet, and when required 
by the regulations in force, with a 
copy of the analytical certificate 
that identifies the characteristics 
of the hazardous waste (paragraph 
7); 

 - during transport, use is made of 
a waste analysis certificate con-
taining false indications on the 
nature, composition and physical 
and chemical characteristics of the 
transported waste (paragraph 7); 

 - the carrier accompanies the tran-
sport of waste (hazardous and non 
hazardous) with a printed copy of 
the SISTRI – Handling Area sheet 
that has been fraudulently altered 
(paragraph 8). 

• Penalties (art. 279, paragraph 5 of Le-
gislative Decree 279, paragraph 5 Legi-
slative Decree 152/2006: applies in the 
event that the emissions11  generated in 
the air, by exceeding the limit emission 
values, moreover cause the exceeding 
of the limit values for air quality provi-
ded for in the regulations in force. 

• Accidental pollution caused ships (art. 
8, paragraphs 1 and 2 of Legislative 
Decree 202/2007: applies in the event 
that the captain of a ship sailing under 
any flag, as well as the crew members, 
the proprietor of the ship and the shi-
p-owner, accidentally spill specific pol-
luting substances into the sea. 

• Pollution caused wilfully by ships (art. 
9, paragraphs 1 and 2 of Legislative 
Decree 202/2007: applies in the event 
that the captain of a ship sailing under 
any flag, as well as the crew members, 
the proprietor of the ship and the shi-
p-owner, wilfully spill specific polluting 
substances into the sea. 

• Environmental pollution (art. 452-bis of 
the Criminal Code); constituted by the 
conduct of whoever causes significant 
and measurable damage to or deterio-
ration of. 1) waters and the air, or vast or 
significant portions of the soil and sub-
soil; 2) an ecosystem, the biodiversity, 
also in agricultural terms, or the plant 
and animal life. When the pollution oc-
curs in a natural area that is protected 
or subject to restrictions in terms of its 
landscape, environmental, historical, 
artistic, architectural or archaeological 
assets, or to the detriment of protected 
animal or plant species, the penalty is 
increased.

 
11. Emission means “any solid, liquid or gaseous substance introduced into the 
air that can cause air pollution” (art. 268, paragraph 1, point b) of Legislative 
Decree 152/2006). Emission limit value means ”the emission cause, concen-
tration, percentage or mass flow of polluting substances in emissions that shall 
not be exceeded. Emission limit values expressed as a concentration are set 
with reference to the functioning of the plant under the most onerous running 
conditions, and unless provided for otherwise (by title I of part V of Legislative 
Decree 152/2006) or by authorisation, are understood to be set as the hourly 
average” (art. 268, paragraph 1, point q) of Legislative Decree 152/2006).

applicable, destined for the dispo-
sal of hazardous waste (paragraph 
3);   

 - the unauthorised mixing of waste 
(paragraph 5); 

 - temporary storage on the pro-
duction site of hazardous heal-
thcare waste, in breach of the 
provisions set forth in article 227, 
paragraph 1, point b) Legislative 
152/200610 (paragraph 6, first sen-
tence). 

• Pollution of the soil, subsoil, surface 
or underground water (art. 257, para-
graphs 1 and 2 of Legislative Decree 
152/2006: constituted by the conduct 
of whoever causes pollution of the 
soil, subsoil, surface or underground 
water by exceeding the risk threshold 
concentrations, not notifying the com-
petent authorities by the set deadlines 
or failing to clean up the site in accor-
dance with the plan approved by the 
competent authority. 

• Breach of the obligations regarding 
communication, the keeping of obli-
gatory records and forms (art. 258, pa-
ragraph 4, second point of Legislative 
Decree 152/2006: punishes whoever in 
the preparation of a waste analysis cer-
tificate, supplies false indications on the 
nature, composition and physical and 
chemical characteristics of waste, or 
makes use of a false certificate during 
transport. 

• Illegal traffic of waste (art. 259, para-
graph 1, Legislative Decree 152/2006: 
punishes whoever carries  

out a shipment of waste constituting il-
legal traffic under art. 26 of (EC) regula-
tion 259 of 1st February 1993, or should 
this shipment handle the waste listed 
in Appendix II of the aforementioned 
regulation in breach of art. 1, paragraph 
3, points a), b), e) and d) of the same 
regulation. 

• Organized activities for the illegal traf-
fic of waste (art. 452-quaterdecies of 
the Criminal Code): punishes whoever 
transfers, receives, transports, exports 
or imports, or in any case unlawfully 
manages huge quantities of waste, with 
several operations and by preparing 
organised continuous activities and 
vehicles, with the intent to obtain an 
unfair profit. 

• False indications on the nature, com-
position and physical and chemical 
characteristics of the waste in the 
preparation of a waste analysis certi-
ficate; entering a false waste analysis 
certificate in the SISTRI; omission of 
fraudulent alteration of the paper copy 
of the SISTRI - Handling Area sheets 
in the transport of waste (art. 260-bis, 
paragraphs 6, 7 and 8 Legislative De-
cree 152/2006): applies in the event in 
which:  

6. The term “collection” means “the withdrawal of waste, including the prelimi-
nary picking and storage, therein included the management of the collection 
centres (...) so that thy can be transported to a treatment plant” (art. 183, para-
graph 1, point of Legislative Decree 152/2006).
7. The term “transport”, when not defined by the legislation, can refer to the 
movement, using any means, of the waste from once place to another, with the 
exception of the movements carried out inside private areas )see article 193, 
paragraph 9 of Legislative Decree 152/2006).
8. The term “recovery” means “any operation the principal result of which is 
waste serving a useful purpose by replacing other materials which would 
otherwise have been used to fulfil a particular function, or waste being pre-
pared to fulfil that function, in the plant or in the wider economy” (art. 183, 
paragraph 1, point t) Legislative Decree 152/2006).
9. The term “disposal” means “any operation which is not recovery even where 
the operation has as a secondary consequence the reclamation of substances 
or energy.” (art. 183, paragraph 1 point z) of Legislative Decree 152/2006).
10. This provision refers to Presidential Decree 254 of 15th July 2003.
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nal Code): constituted by the conduct 
of whoever, using violence or threat or 
by offering or promising money or other 
benefits, induces a person called upon 
to issue statements usable in criminal 
proceedings before the courts, not to 
make statements or to make menda-
cious statements, when the person has 
the right to remain silent; 

• Aiding and abetting (art. 378 of the 
Criminal Code): constituted by the 
conduct of whoever, following the 
committing of an offence for which the 
law establishes the death penalty or life 
imprisonment or imprisonment, and 
except for the cases of concurring in 
the same, helps someone to elude the 
investigations of the authorities or to 
escape their searches. The provisions of 
this article are also applicable when the 
person helped is not guilty or it emer-
ges that they have not committed the 
crime (379, 384).  

• Criminal conspiracy (art. 416 of the 
Criminal Code): punishes those who 
promote, constitute or organise an as-
sociation of three or more persons for 
the purpose of committing several of-
fences, as well as those who participate 
in them; 

• Mafia association including foreign 
mafia association (art. 416-bis of the 
Criminal Code): punishes anyone who is 
part of a Mafia association made up of 
three or more persons, as well as those 
who promote, lead or organise it. As-
sociation is considered Mafioso when 
those who are part of it make use of 
the intimidating power of membership 
and the condition of subjection and 
conspiracy of silence deriving from it to 

commit offences, to directly or indirect-
ly acquire the management or in any 
case the control of economic activities, 
concessions, permits, contracts and 
public services or to gain unjust profit 
or benefits for themselves or others, or 
to prevent or hinder free voting or to 
secure votes for themselves or others 
during elections. The association is 
considered armed when the participan-
ts have the availability of arms or explo-
sives for the achievement of the aim of 
the association, even if they are hidden 
or kept in a repository. The provisions 
of art. 416-bis of the Criminal Code also 
apply to the Camorra, the ‘ndrangheta 
and other associations, however they 
may be named locally and include 
foreign associations, which by availing 
themselves of the intimidating power of 
membership pursue aims equivalent to 
those of Mafia associations; 

Racism and xenophobia (art. 25-terdecies 
of the Decree)  

• Propaganda or incitement to commit 
a crime of discrimination or violence 
for reasons of race, ethnicity or religion 
(Article 604-bis of the Criminal Code): 
Constituted by the conduct of whoever 
a) performs propaganda of ideas foun-
ded on racial or ethnic superiority or 
hate, or instigates others to commit or 
commits acts of discrimination for rea-
sons of race, ethnic origin, nationality or 
religion; b) in any way instigates others 
to commit or commits violence or acts 
of provocation of violence for reasons 
of race, ethnic origin, nationality or re-
ligion. All organisations, associations, 
movements or groups with the main 
aim of inciting others to discriminate or 
perform violence for reasons of race, 

• Environmental disaster (art. 452-qua-
ter of the Criminal Code and with the 
exception of the cases envisaged by 
article 434): constituted by the conduct 
of those who cause an environmental 
disaster. The following cases can be 
defined as an environmental disaster: 1) 
the irreversible alteration of the balance 
of an ecosystem; 2) the alteration of the 
balance of an ecosystem which is par-
ticularly difficult to eliminate and can 
only be eliminated by making extraor-
dinary efforts; 3) compromising public 
safety due to the significance of the 
fact based on the extent of the damage 
or its harmful effects or the number 
of people affected or exposed to risk. 
When the disaster is generated in a 
natural area that is protected or subject 
to restrictions in terms of its landscape, 
environmental, historical, artistic, archi-
tectural or archaeological assets, or to 
the detriment of protected animal or 
plant species, the penalty is increased. 

• Accidental crimes against the envi-
ronment (art. 452-quinquies of the 
Criminal Code): constituted in case the 
activities can significantly compromise 
or cause to deteriorate (environmental 
pollution) or significantly alter (envi-
ronmental disaster) the water, air, and 
portions of the soil and subsoil; in parti-
cular when occurring in protected areas 
or areas subject to restrictions in terms 
of landscape, environmental, historical, 
artistic, architectural or archaeological 
assets, or to the detriment of protected 
animal or plant species, the penalty is 
increased. 

• Additional aggravating circumstances 
(art. 452-octies of the Criminal Code): 
this occurs when the association, also in 

tandem with leading figures of the Pu-
blic Administration, aims to commit any 
of the crimes environmental pollution 
or disaster. 

Employment of citizens of other countries 
without a legal permit of stay (art. 25-duo-
decies of the Decree) 

• art. 22 paragraph 12 of Italian Legisla-
tive Decree 286/1998: constituted by 
the conduct of whoever, in the capacity 
of an employer, employs foreign wor-
kers without a permit of stay, or whose 
permit has expired and renewal has 
not been requested within the legal 
time limits, or has been withdrawn or 
cancelled, if the employed workers are 
(alternatively): 

 - of a number exceeding three; 

 - children of non working age; 

 - subjected to the other working 
conditions of particular exploita-
tion cited in paragraph 3 of art. 
603-bis of the Criminal Code i.e. 
exposed to situations of grave dan-
ger with reference to the services 
to be rendered and the working 
conditions. 

Transnational crimes (art. 10 – Law 
146/2006) 

In addition to organised crime offences 
which have transnational elements, the fol-
lowing transnational crimes have been iden-
tified as being applicable to the Company: 

• Induction not to issue statements or to 
issue mendacious statements to the le-
gal authorities (art. 377-bis of the Crimi-
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same tax period shall be regarded as a 
single offence. 

• Concealment or destruction of accoun-
ting documents (art. 10 of Legislative 
Decree no. 74/2000): constituted by 
the conduct of anyone who, in order 
to evade taxes on income or value 
added tax, or to allow third parties to 
evade these taxes, conceals or destroys 
all or part of the accounting records 
or documents whose preservation is 
mandatory, so as not to allow the recon-
struction of income or turnover. 

• Fraudulent non-payment of taxes (art. 
11 of Legislative Decree no. 74/2000): 
constituted by the conduct of a person 
who, in order to evade the payment 
of income tax, value added tax, taxes 
on interest or administrative sanctions 
relating to such taxes for a total amount 
exceeding fifty thousand euro, falsely 
alienates or carries out other fraudulent 
acts on his own or on other people's 
assets capable of rendering ineffective, 
in whole or in part, the enforced col-
lection procedure. 

• False declaration (art. 4 of Legislative 
Decree No 74/2000): constituted by 
the conduct of a person who, except for 
the cases provided for in articles 2 and 
3, in order to evade taxes on income 
or value added tax, indicates in one 
of the annual declarations relating to 
said taxes assets for an amount lower 
than the actual amount or non-exi-
stent liabilities, when, jointly a) the tax 
evaded exceeds , with reference to any 
of the individual taxes, one hundred 
thousand euro; b) the total amount of 
the assets evaded from taxation, also 
through the indication of non-existent 

liabilities, exceeds ten per cent of the 
total amount of the assets indicated in 
the declaration, or, in any case, exceeds 
two million euro. 1-bis For the purposes 
of applying paragraph 1, no account 
shall be taken of incorrect classification, 
of the valuation of objectively existing 
assets or liabilities in respect of which 
the criteria actually applied have in any 
event been disclosed in the financial 
statements or in other documentation 
relevant for tax purposes, of the viola-
tion of the criteria for determining the 
accounting period, of the non-inheren-
ce, and the non-deductibility of collate-
ral liabilities. 1-ter Except for the cases 
referred to in paragraph 1-bis, valua-
tions which, taken as a whole, differ by 
less than 10 per cent from the correct 
ones shall not give rise to punishable 
acts. The amounts included in that per-
centage shall not be taken into account 
when verifying whether the thresholds 
of punishability laid down in paragraph 
1(a) and (b) are exceeded. 

• Failure to submit a declaration (art. 5 of 
Legislative Decree No 74/2000): con-
stitutes the conduct of a person who, in 
order to evade taxes on income or value 
added tax, does not submit, being obli-
ged to do so, one of the declarations 
relating to such taxes, when the tax 
evaded exceeds, with reference to any 
of the individual taxes, fifty thousand 
euro. Any person who, being obliged to 
do so, does not submit the declaration 
of withholding tax, when the amount 
of withholding tax not paid exceeds 
€50,000, shall be punished with im-
prisonment from two to five years. For 
the purposes of the provisions of para-
graphs 1 and 1-bis, a declaration sub-
mitted within ninety days of the expiry 

ethnic origin, nationality or religion are 
prohibited. Those who participate in 
these organisations, associations, mo-
vements or groups, or assist them, shall 
be punished, for merely participating in 
or assisting such acts, with a sentence 
of imprisonment for a period of betwe-
en six months and four years.  

Tax crimes (art. 25-quinquiesdecies of the 
Decree)  

• Fraudulent declaration through the 
use of invoices or other documents for 
non-existent transactions (art. 2 of Le-
gislative Decree 74/2000): constituted 
by the conduct of a person who, in or-
der to evade taxes on income or value 
added tax, using invoices or other do-
cuments for non-existent transactions, 
indicates fictitious liabilities in one of 
the declarations relating to such taxes. 
The offence shall be deemed to have 
been committed with the use of invoi-
ces or other documents for non-exi-
stent transactions when such invoices 
or documents are recorded in the com-
pulsory accounting records, or are held 
for the purpose of providing evidence 
to the tax authorities.  

• Fraudulent declaration by means of 
other devices (art. 3 of Legislative De-
cree no. 74/2000): constituted by the 
conduct of a person who, except for the 
cases provided for in art. 2, in order to 
evade taxes on income or value added 
tax, by objectively or subjectively car-
rying out simulated transactions or by 
making use of false documents or other 
fraudulent means capable of hindering 
the assessment and misleading the tax 
authorities, indicates in one of the de-
clarations relating to said taxes, assets 

for an amount lower than the effective 
one, or fictitious liabilities, or fictitious 
credits and deductions, when, jointly a) 
the tax evaded exceeds, with referen-
ce to any of the individual taxes, thirty 
thousand euro; b) the total amount of 
the assets evaded from taxation, also 
through the indication of fictitious liabi-
lities, exceeds five per cent of the total 
amount of the assets indicated in the 
declaration, or in any case, exceeds one 
million five hundred thousand euro, 
or if the total amount of the fictitious 
credits and withholdings reducing the 
tax exceeds five per cent of the amount 
of the tax itself or in any case, exceeds 
thirty thousand euro. The offence shall 
be deemed to have been committed 
with the use of false documents when 
such documents are recorded in the 
compulsory accounting records or 
are held for the purposes of providing 
evidence to the tax authorities. For 
the purposes of applying paragraph 1, 
the mere violation of the obligations of 
invoicing and of the recording of assets 
in the accounting records or the mere 
indication in the invoices or in the re-
cords of assets which are lower than the 
effective ones do not constitute fraudu-
lent means. 

• Issuance of invoices or other docu-
ments for non-existent transactions 
(art. 8 of Legislative Decree 74/2000): 
constituted by the conduct of those 
who issue invoices or other documents 
for non-existent transactions in order 
to allow third parties to evade income 
tax or value added tax. For the purpo-
ses of applying the provision set forth 
in paragraph 1, the issuance or issuing 
of several invoices or documents for 
non-existent transactions during the 
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• Smuggling in the movement of goods 
by air (art. 285 of Presidential Decree 
No 43/1973): constituted by the con-
duct of the commander of an aircraft a) 
who transports foreign goods into the 
territory of the State without a manifest, 
when this is required; b) who at the time 
of departure of the aircraft does not 
have on board the foreign goods which 
should be there according to the mani-
fest and other customs documents; c) 
who removes goods from the landing 
places of the aircraft without carrying 
out the prescribed customs operations; 
d) who, landing outside a customs air-
port, fails to report, within the shortest 
time, the landing to the Authorities in-
dicated in Art. 114. In such cases, in ad-
dition to the cargo, the aircraft shall also 
be regarded as having been smuggled 
into the customs territory. The same 
punishment shall apply to anyone who, 
from an aircraft in flight, throws foreign 
goods into the customs territory or hi-
des them in the aircraft for the purpose 
of evading customs inspection. The 
above penalties shall apply irrespective 
of those imposed for the same act by 
the special laws on air navigation, in-
sofar as they do not relate to customs 
matters. 

• Smuggling in non-customs areas (art. 
286 of Presidential Decree No 43/1973): 
constituted by the conduct of a person 
who, in the non-customs territories 
indicated in Art. 2, establishes unau-
thorised warehouses of foreign goods 
subject to border duties, or establishes 
them to a greater extent than is permit-
ted. 

• Smuggling for improper use of goods 
imported with preferential tariffs (art. 

287 of Presidential Decree No 43/1973): 
constituted by the conduct of anyone 
who assigns, in whole or in part, to fo-
reign goods imported free of duty and 
with a reduction of the duty a destina-
tion or a use other than that for which 
the relief or reduction was granted, 
except as provided for in Art. 140. 

• Smuggling in cabotage and traffic (art. 
289 of Presidential Decree No 43/1973): 
constituted by the conduct of anyone 
who introduces into the State foreign 
goods in place of national or nationa-
lised goods shipped in cabotage or in 
circulation. 

• Smuggling in the export of goods 
eligible for duty drawback (art. 290 
Presidential Decree No 43/1973): con-
stituted by the conduct of those who 
use fraudulent means in order to obtain 
undue restitution of duties established 
for the import of raw materials used in 
the manufacture of national goods whi-
ch are exported. 

• Smuggling in temporary import or 
export operations (art. 291 of Presiden-
tial Decree No 43/1973): constituted by 
the conduct of those who, in importa-
tion or temporary exportation opera-
tions or in re-exportation and re-impor-
tation operations, in order to evade the 
payment of duties that would be due, 
subject the goods to artificial manipula-
tion or use other fraudulent means. 

• Other cases of smuggling (art. 292 
Presidential Decree No 43/1973): con-
stituted by the conduct of anyone who, 
outside the cases provided for in the 
preceding articles, evades payment of 
the border duties due.

of the time limit or not signed or not 
compiled on a form conforming to the 
prescribed model shall not be regarded 
as a failure to submit a declaration. 

• Undue compensation (art. 10-quater 
of Legislative Decree 74/2000): consti-
tuted by the conduct of a person who 
does not pay the amounts due, offset-
ting, pursuant to art. 17 of Legislative 
Decree 241 of 9 July 1997, undue credits 
for an annual amount exceeding fifty 
thousand euro. Whoever fails to pay the 
amounts due, by offsetting, pursuant to 
art. 17 of Legislative Decree no. 241 of 
9th July 1997, non-existent credits for 
an annual amount exceeding fifty thou-
sand euro, shall be punished. 

Smuggling (art. 25- sexiesdecies of the 
Decree) 

• Smuggling in the movement of go-
ods across land borders and customs 
areas (art. 282 Presidential Decree No 
43/1973): constituted by the conduct 
of those who a) introduce foreign go-
ods across the land border in violation 
of the prescriptions, prohibitions and 
limitations established under Art. 16; 
b) unload or store foreign goods in the 
space between the frontier and the ne-
arest customs post; c) are caught with 
foreign goods concealed on his person 
or in luggage or in packages or objects 
or among other types of goods or in any 
means of transport, in order to evade 
customs inspection; d) removes goods 
from the customs areas without having 
paid the duties due or without having 
guaranteed payment thereof, except 
as provided for in art. 90; e) takes out 
of the customs territory, under the 
conditions laid down in the preceding 

paragraphs, national or nationalised go-
ods subject to border duties; (f) holds 
foreign goods in the circumstances set 
forth in the second paragraph of art. 25 
for the crime of smuggling. 

• Smuggling in the movement of goods 
by sea (art. 284 of Presidential Decree 
No 43/1973): constituted by the con-
duct of the captain: a) who, without the 
permission of the customs, transporting 
foreign goods with ships, skims the 
sea shore or drops anchor or stays at 
anchor near the shore itself, except in 
cases of force majeure; b) who, tran-
sporting foreign goods, lands in places 
where there are no customs, or disem-
barks or tranships the goods in violation 
of the prescriptions, prohibitions and 
limitations established under Art. 16, 
except in cases of force majeure; c) who 
transports foreign goods without a ma-
nifest in a vessel with a net registered 
tonnage not exceeding two hundred 
tons, in cases where a manifest is re-
quired; (d) who is not carrying on board 
when the vessel departs foreign goods 
or national goods for exportation eligi-
ble for duty drawback which should be 
thereon according to the manifest and 
other customs documents (f) who tran-
sports foreign goods from one customs 
area to another on a vessel with a net 
tonnage not exceeding fifty tons wi-
thout the relative cautionary bill; f) who 
has taken on board foreign goods lea-
ving the customs territory on a vessel 
of not more than fifty tons net tonnage, 
except as provided for in art. 254 for the 
boarding of supplies. The same penalty 
shall apply to anyone who conceals fo-
reign goods in the vessel for the purpo-
se of evading customs inspection. 
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point c), in the light of the type of activity 
carried out on behalf of or in the interest of 
the Company. When considered appropria-
te, contracts which regulate the relations 
with these persons must provide for special 
clauses (including express termination clau-
ses) which regulate the legal consequences 
of non-compliance with the business po-
licies of the Company, the Code of Ethics 
and this Model, as well as, if appropriate, the 
obligation to comply with requests for in-
formation or to show documents drafted by 
the Company’s Supervisory Body.   

In any case, when signing contracts or 
agreements with all third parties, including 
those not classed as recipients of the Mo-
del according to the above provisions, the 
Company shall send its Code of Ethics to 
the same in order to make the counter-party 
aware of the principles the Company follows 
in the pursuit of its activity, and so request 
compliance with them.   

All recipients of the Model are required to 
comply, with the utmost diligence, with the 
regulations contained in the Model and the 
procedures for implementing the same.  

6. The Model within the Group 

Companies belonging to the Group are de-
fined as all Italian Companies directly con-
trolled by the Company, in accordance with 
art. 2359 of the Civil Code.
The Company shall communicate this Mo-
del and all subsequent updates to the Com-
panies belonging to the Group, using the 
procedures it considers most appropriate. 
The Companies belonging to the Group 
shall autonomously adopt, under their own 
responsibility, their own Model of organi-
sation, management and control, having 
identified their activities at risk of crime, 

considering the nature and type of activity 
carried out as well as the size and structure 
of their own organisation.
When preparing their model the Compa-
nies belonging to the Group shall follow the 
example of the principles of this Model and 
incorporate its content, unless the analysis 
of their activities at risk highlights the need 
or the advisability to adopt different or fur-
ther specific measures of prevention com-
pared to those indicated herein. 
Until their own Model has been adopted, 
the Companies belonging to the Group 
shall guarantee that they will prevent acts of 
crime being committed using appropriate 
organisational and internal control measu-
res.
The Model and all its subsequent updates 
shall be communicated by the companies 
belonging to the Group to the Supervisory 
Body of the Company, which shall relate 
them to the Board of Directors in the annual 
report cited in paragraph 7 below.

7. Supervisory Body 

7.1 Role and powers 

For the implementation of the Decree the 
Company has established a special board 
(“Supervisory Body”, henceforth also “SB”) 
with the task of continuously monitoring 
the effective functioning of and compliance 
with the Model, as well as proposing upda-
tes.  
 
The SB exercises its functions with auto-
nomy and independence, as well as adequa-
te professionalism with regard to the control 
of the risks related to the specific activity 
performed by the Company and the related 
legal profiles. 
 
The Supervisory Body has the task of con-

• Aggravating circumstances of smug-
gling (art. 295 Presidential Decree No 
43/1973): constituted by the conduct of 
a person who, for the offences provided 
for in the preceding articles, uses me-
ans of transport belonging to a person 
not involved in the offence to commit 
smuggling. For the same offences, 
imprisonment for a term of three to 
five years shall be added to the fine: a) 
when in committing the offence, or im-
mediately thereafter in the surveillance 
zone, the offender is caught armed; b) 
when in committing the offence, or im-
mediately thereafter in the surveillance 
zone, three or more persons guilty of 
smuggling are caught together and 
in such a condition as to obstruct the 
police authorities; c) when the offence 
is connected with another offence 
against public faith or against the public 
administration; d) when the offender 
is an associate in order to commit 
smuggling offences and the offence 
committed is among those for which 
the association was established; d-bis) 
when the amount of the border duties 
due exceeds one hundred thousand 
euro. For the same offences, in addition 
to the fine, a term of imprisonment of 
up to three years will be applied where 
the amount of the border duties due is 
more than €50,000 but does not exce-
ed €100,000. 
 

In the Special Part below, this document 
identifies the activities of the Company defi-
ned as sensitive as they present an inherent 
risk of crimes of the types listed here being 
committed, and sets forth preventative 
principles and protocols for each of these 
sensitive activities. 
 

The Company undertakes to constantly 
assess the importance of possible additional 
present and future crimes for the purposes 
of the Model. 

5. Recipients of the Model 

The recipients of the Model are.

a) all directors and those who carry 
out, including de facto, functions of 
representation, management, admi-
nistration, direction or control in the 
Company or in an organisationally inde-
pendent unit of the Company;  

b) Company employees with the status 
of executive, middle manager, office 
worker or labourer or due to a para-sa-
laried working relationship (for example 
but not limited to: temporary workers, 
trainees), also when seconded to other 
premises of the Company in Italy or 
abroad in order to perform their acti-
vity; 

c) external collaborators, defined as those 
who, while not functionally linked to the 
Company by salaried or para-salaried 
working relationships, based on their 
contract, act under the direction and 
surveillance of the Company’s corpora-
te management and/or in the name of, 
or in the interest of the Company (for 
example but not limited to: procurers, 
holders, third-party firm consultants 
and suppliers in general); 

d) members of the Board of Statutory 
Auditors. 

The Management of the Company, shall 
assess the types of legal relations which can 
fall within the category of persons cited in 
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nourableness, independence, functional 
autonomy and competence needed to carry 
out of the tasks assigned by the Decree and 
must be able to ensure continuity of action. 
 
The autonomy and independence of the 
individual members of the Supervisory 
Body are determined based on the function 
carried out by and the tasks attributed to 
the same, identifying from whom and what 
they must be autonomous and independent 
in order to carry out such tasks. As a result 
each member must not have decision-ma-
king, operational and management roles 
such to compromise the autonomy and 
independence of the entire SB. in any case 
the autonomy and independence requi-
rements require the members not to find 
themselves in even a potential position of 
conflict of personal interest with the Com-
pany. 
 
More particularly, the independence re-
quirements of the members of the SB must 
comply with the following principles: 

• the members must not be linked to 
the Company by a continuous relation 
of remunerated provision of services, 
unless they are employees of the Com-
pany, or to be more precise by other 
relations of a financial nature which 
could reasonably compromise their in-
dependence; 

• the members must not have, nor have 
had, financial or family relations with 
the Company or persons linked with it 
that could bias their independent jud-
gement; 

• the members must not be in any other 
situation of evident or potential conflict 
of interest. 

The Supervisory Body must have, through 
its members, adequate technical-professio-
nal skills for the functions it is called upon to 
perform. Therefore the SB must be formed 
of persons with adequate professionalism 
in the fields of economics, law and analysis, 
control and management of corporate risks. 
More particularly the Supervisory Body 
must have the specialised technical capaci-
ties necessary for carrying out control and 
consulting activities.
Lastly, the Supervisory Body shall constant-
ly perform the activities necessary for the 
surveillance of the Model, with adequate 
commitment and with the necessary powers 
of investigation.
Continuity of action must not be understo-
od as meaning “incessant efficiency”, since 
such an interpretation would necessarily 
call for a Supervisory Body solely internal 
to the organisation, when instead, such a 
situation would lead to a reduction of the in-
dispensable independence that must typify 
the Supervisory Body. Continuity of action 
entails that the activity of the SB must not 
be limited to periodic meetings of its mem-
bers, but must be organised according to an 
activity plan and the constant carrying out 
of actions for the monitoring and analysis of 
the organisation’s preventive control system. 
 
All members of the Supervisory Body are 
required not to be in any of the conditions 
of ineligibility and/or incompatibility stated 
below: 

• to have been subjected to preventive 
measures ordered by the courts in 
accordance with Law 1423 of 27th De-
cember 1956 (‘Preventive measures 
towards persons who pose a high risk 
to security’) or law 575 of 31st May 1965 
(’Provisions against the Mafia’);

stantly monitoring: 

• the compliance with the Model by all 
recipients defined in paragraph 5 abo-
ve; 

• the appropriateness of the Model in 
relation to its effective ability to prevent 
the committing of the crimes cited in 
the Decree; 

• the effective implementation of the 
requirements of the Model during the 
performance of the activities of the 
Company; 

• the updating of the Model, the imple-
mentation and effective functionality 
of the proposed solutions (follow-up) 
if there is a need to adjust the Model to 
changes in the corporate structure and 
organisation, the regulatory framework 
of reference, or other important events. 

The Supervisory Body has autonomous 
powers of initiative and control, such as to 
allow the effective exercising of the fun-
ctions provided for in the Model as well as 
by subsequent provisions or procedures 
undertaken in order to implement the same. 
No management, decision-making, organi-
sational or disciplinary powers can be attri-
buted to the Supervisory Body in relation to 
the performance of the Company’s activi-
ties even when acting as a delegate. 
 
In coordination with the various competent 
corporate functions, the Supervisory Body 
has the task of: 

• periodically checking the correctness 
and completeness of the mapping of 
the activities at risk, adjusting this to 
cover any changes in the business acti-

vities and/or the company structure; 

• ensuring that the corrective actions ne-
cessary to render the Model adequate 
and effective are undertaken promptly; 

• gathering, formulating and storing all 
relevant information received from 
the function managers, as a privileged 
source of information on the level of 
implementation of the Model; 

• performing or having others perform, 
under its own direct responsibility and 
surveillance, periodic inspection activi-
ties aimed at verifying the provisions set 
forth in the Model; 

• updating the list of information neces-
sary to ensure that its surveillance acti-
vities are properly conducted; 

• promoting staff training initiatives 
about the purposes and contents of the 
Model. 

The Supervisory Body has autonomous 
spending powers based on an annual bu-
dget approved by the Board of Directors 
following a proposal from the same Board; 
for the three years of the appointment, the 
annual budget was determined by the re-
solution of the board meeting of 29th June 
2021, which appointed the Supervisory 
Body. The Supervisory Body can use resour-
ces that exceed its spending powers in the 
event of exceptional and urgent situations, 
with the obligation to notify the Board of Di-
rectors accordingly at the next meeting. 
 
7.2 Requirements 

All members of the Supervisory Body must 
have the necessary professionalism, ho-
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In addition to the loss of the eligibility requi-
rements, the following constitute causes for 
the forfeiture of the position: 

• renunciation; 

• death or arisen incapacity or impossibi-
lity to carry out the assignment. 

Each member of the Board may withdraw 
from the position at any time by submitting 
written, motivated notice to the Board of Di-
rectors. The resigning member shall remain 
in office until the Board of Directors has pro-
vided for the appointment of a replacement, 
whose office will expire at the same time as 
those of all the other members. 
 
The Chairman of the Supervisory Body is 
obliged to notify promptly the Board of Di-
rectors of the occurrence of any of the cases 
giving rise to the need to replace a member 
of the Board. 

7.4 Information flows to and from the Su-
pervisory Body 

The Supervisory Body shall report to the 
Board of Directors regarding the implemen-
tation of the Model, the emerging of any 
critical situations, the requirement for any 
updates and adjustments of the Model and 
the reporting of any ascertained breaches. 
 
In cases of urgency the SB shall also report 
to the Chairman of the Board of Statutory 
Auditors. 
 
In particular, it shall promptly inform the Bo-
ard of Directors of facts relevant to its office 
or of any urgent critical situations regarding 
the Model which have emerged during its 
surveillance activity. 
 

The Board of Directors and the Board of 
Statutory Auditors have the power to con-
vene the SB at any time to request the infor-
mation under their respective jurisdiction. 
 
The SB must periodically draft, at least 
annually, a written report for the Board of 
Directors which must at least contain the 
following information: 

• a summary of the activities and controls 
carried out during the year by the SB, 
with express indication of any critical 
situations noted; 

• possible problems concerning the lack, 
incompleteness or difficulty of imple-
menting the operating procedures for 
the accomplishment of the regulations 
of the Model; 

• new sensitive activities not provided 
for in the Special Part of this Model, in 
the context of which one of the crimes 
provided for by the Decree may be 
committed; 

• an account of the reports received from 
internal and external persons regarding 
alleged breaches of the Model, and the 
outcome of the checks carried out ba-
sed on said reports; 

• all disciplinary procedures and penal-
ties applied by the Company for brea-
ches of the Model or to the procedures 
for its implementation; 

• an overall assessment of the functio-
ning and effectiveness of the Model 
with any proposals of additions, cor-
rections or changes to its form and 
content; 

• to have been convicted, even with a 
judgment that is not yet final or issued 
pursuant to art. 444 and following of 
the Code of Criminal Procedure, inclu-
ding with a conditionally suspended 
sentence, except in the event of reha-
bilitation: 

 - for one or more criminal offences 
of those peremptorily provided for 
in Legislative Decree 231/2001; 

 -  for any offence with criminal intent 
whatsoever; 

• to be prohibited, incapacitated, or to 
have been bankrupt or convicted, in-
cluding with a non-definitive sentence, 
to a punishment which entails prohibi-
tion, including temporary prohibition, 
from public offices or unfitness to carry 
out managerial offices. 

The occurrence of even one of the aforesaid 
conditions determines the condition of ineli-
gibility for the office of member of the SB. 
 
7.3 Appointment, replacement and termi-
nation of office of members of the SB 

The SB is appointed by the Board of Di-
rectors with a motivated provision, which 
acknowledges the existence of the require-
ments of eligibility and independence, auto-
nomy, honourableness, professionalism and 
competence of each member.  
 
In order to ensure the real autonomy and in-
dependence of the Supervisory Body of the 
Company, it is composed in collective form 
by a minimum of three members, including: 

• one belonging to the Company staff, 
not responsible for operating functions;

• two who do not belong to the Company 
staff; should these be directors, only if 
they are not responsible for operating 
functions and only if they have the re-
quirements pursuant to paragraph 7.2. 

If not already expressly stated by the Board 
of Directors which appoints the SB, the Su-
pervisory Body itself shall appoint a Chair-
man from its members, to whom it may in 
any case delegate specific functions.  
 
When formally accepted by the appointed 
person, the assignment is notified on all cor-
porate levels by means of a specific internal 
communication. 
 
The SB remains in office until the term of 
office of the Board of Directors which ap-
pointed it expires. The members of the SB 
can be re-elected. 
 
In the event of just cause or the impossibility 
to carry out its functions or the arisen lack of 
the typical requirements of a member of the 
SB, the Board of Directors shall terminate 
the appointment providing an adequate 
reason for doing so, and at the same time 
arrange to replace the member who has 
become ineligible. The following conditions 
are legitimate grounds for terminating the 
office for just cause: 

• loss of the eligibility requirements cited 
in paragraph 7.2 above; 

•  non-fulfilment of the obligations con-
nected with the task assigned, inclu-
ding the lack of good faith in the exerci-
sing of the assignment; 

• unjustified absence at more than two 
meetings of the SB. 
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proper application of the Model;  

• employees and all external collabo-
rators who are recipients of the Model 
according to the provisions of para-
graph 8 above, are required to report, 
any potential breaches of the Model 
or the procedures established for its 
implementation as well as all other 
information useful for controlling and 
checking the appropriateness of the 
Model. 

The Supervisory Body must receive the fol-
lowing specific information flows: 

• All facts or news related to events that 
could determined the organisation’s 
liability pursuant to art. 6, paragraphs 
2-bis, 2-ter and 2-quater of Legislative 
Decree 231/2001, the so-called whi-
stleblowing, regulated by paragraph 8 
below; 

• The initiation of legal proceedings 
against managers of employees accu-
sed of committing crimes pursuant to 
Legislative Decree 231/2001; 

• Any decisions to make changes to the 
company structure; 

• Provisions and news from the Magi-
stracy, from judicial police forces or 
any other authorities, regarding the 
performance of investigations, also on 
unknown people, in any case concer-
ning Lamberti S.p.A. For the crimes 
envisaged by the Decree; 

• News related to the disciplinary proce-
dures launched with reference to bre-
aches of the Model and any penalties 
applied, or the provisions for filing said 

proceedings. 

8. Whistleblowing 

With Law no. 179 of 30 November 2017 whi-
ch sets forth “provisions for the protection 
of those who report crimes or irregularities 
that have come to their knowledge within 
the scope of a public to private working 
relationship”, the Legislator, in an attempt 
to harmonise the provisions set forth for the 
public sector with the above-mentioned 
Law, introduced specific instructions for the 
recipient organisations of Legislative Decree 
231/2001 and added three new paragraphs 
to article 6 of the same, namely 2- bis, 2- ter 
and 2-quater. In particular, article 6 envisa-
ges: 

 - At paragraph 2-bis that Models of Or-
ganisation, Management and Control 
must envisage: 

 o one or more channels that enable 
the parties indicated in article 5, 
paragraph 1, points a) and b), to 
act by way of safeguard to the 
company's integrity in submitting 
documented reports of unlawful 
conduct relevant to the Decree, 
and based upon precise and 
consistent factual evidence, or 
of breaches of the organisation’s 
Model of organisation and mana-
gement that have come to their 
knowledge by reason of the duties 
performed; these channels shall 
guarantee that confidentiality 
of the whistleblower’s identify is 
maintained during the activities 
carried out to manage the report; 

 o at least one other reporting chan-
nel, with information technology 

• any changes to the regulatory fra-
mework which require the Model to be 
updated; 

• an account of the expenses sustained; 

• the expense budget for the following 
year. 

The Board of Directors may from time to 
time request that the report contain additio-
nal information to that stated above. 
 
All recipients of the Model, as stated in pa-
ragraph 5 above, are required to cooperate 
with a view to ensuring the full and effective 
accomplishment of the Model by immedia-
tely reporting any news of an alleged crime 
or an alleged breach of the Model or of the 
procedures laid down for its accomplish-
ment. 
 
In compliance with the provisions of the 
Decree (art. 6, paragraph 2, point d), the 
following obligatory information flows to the 
SB are envisaged in particular: 

• the corporate bodies are required to 
communicate to the Supervisory Body 
all useful information for the perfor-
mance of the activities that control and 
verify compliance with the Model, to 
guarantee its functioning and proper 
implementation; 

• the managers of the functions af-
fected by the sensitive activities are re-
quired to communicate in a periodic or 
at minimum six-monthly report to the 
Supervisory Body all useful information 
for the carrying out of the control and 
checking activity on the compliance 
with the Model, the degree of accom-
plishment of the prevention protocols 

for the activities at risk for which they 
have jurisdiction, as well as provide a 
motivated indication of any need for 
changes to the aforesaid protocols. The 
SB may from time to time request that 
the report contain additional informa-
tion to that stated; 

• the Human Resources manager, within 
the limits of the knowledge gained 
during the performance of his activity, 
is always required to communicate the 
following information to the SB: 

 - any breaches and/or reports of 
anomalous facts or actions com-
mitted by Company personnel 
which he has become aware of;  

 - penalties and disciplinary proce-
dures launched for all breaches;  

 - filing provisions for these procedu-
res with the related reasons;  

 - any changes in the corporate acti-
vity or organisation;  

 - any problems which have arisen 
regarding the means of implemen-
tation of the procedures provided 
for in the Model or adopted when 
implementing or in light of it and in 
the Code of Ethics;  

 - the results of any inspection and 
control activities carried out;  

 - requests for information or clarifi-
cation made to the function by the 
Board of Statutory Auditors or the 
auditing company or the company 
management, which may have 
importance for the purposes of the 
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on the part of the employees, directors and 
member of the company bodies, as well as 
third parties.
 
The Lambert whistleblowing procedure is 
geared to regulating, incentivising and pro-
tecting those who, when carrying out their 
working tasks, come across a crime or irre-
gularity in the workplace significant for the 
purposes of Legislative Decree no. 231/2001 
and decides to report it. 
 
The reports can be about: 

• for one or more criminal offences 
among those peremptorily provided for 
in Legislative Decree 231/01; 

• behaviours which do not constitute 
any kind of crime, but have occurred by 
contravening rules of ethics and good 
conduct, procedures, protocols or the 
provisions contained within the Model 
of Organisation, Management and 
Control, or the Code of Ethics of Lam-
berti S.p.A. 

Instead, matters of a personal nature signi-
ficant for the whistleblower, retaliations or 
cases regarding the regulation of the wor-
king relationship or relations with the whist-
leblower’s superiors or colleagues will not be 
eligible for reporting. 
 
The reports must provide elements that 
enable the competent parties to proceed in 
carrying out all due and appropriate checks 
and investigations) art. 6 paragraph 2-bis, 
Legislative Decree no. 231/2001). 
 
Anonymous reports will also be taken into 
account, provided that they contain suffi-
cient details and evidence to back them up, 
and that they concern crimes or irregulari-

ties considered as serious. 
 
The recipients of the reports, identified by 
the Company, are: 

• the Whistleblowing Committee, com-
posed of the Head of the Internal Audit 
function and the Human Resources 
Manager; 

• the members of the Supervisory 
Body. 

Reports can be made and sent: 

• To the specific email address set up for 
this purpose whistleblowing@lamberti.
com; 

• in writing to the address via Marsala, 
38/D, 21013 Gallarate (VA); 

• to the address of the Supervisory Body 
OdV@lamberti.com. 

The Company and the recipients of the re-
ports shall act ion such a way as to protect 
the whistleblowers from any type of retalia-
tion or discrimination, occurring for reasons 
directly or indirectly linked to the reporting. 
 
In order to promote the use of the internal 
whistleblowing systems and to favour the 
dissemination of a culture of legality, the 
Company shall clearly, accurately and fully 
illustrate the internal whistleblowing proce-
dure adopted to its employees. 

9. InfraGroup relations 

The performance of services by the Com-
pany to companies belonging to the Group, 
which can concern the sensitive activities 
stated in the Special Part of the Model, must 

equally capable of ensuring that 
the whistleblower's identity re-
mains confidential; 

 o acts of retaliation or discrimina-
tion against the whistleblower, 
for reasons directly or indirectly 
linked to the reporting, are prohi-
bited; 

 o the disciplinary system set forth 
pursuant to paragraph 2, point e) 
provides for sanctions against any 
person who breaches the measu-
res protecting the whistleblower 
and any whistleblower who acts 
wilfully, or with gross negligence, 
in making a report that turns out 
to be unfounded. 

 - At paragraph 2-ter it envisages that the 
adoption of discriminatory measures 
against the whistleblowers defined 
ion paragraph 2-bis may be reported 
to the national labour inspectorate, so 
that it may act as it deems fit, either by 
the whistleblower or by a trade union 
identified by the whistleblower; 

 - Paragraph 2-quater expressly rules 
that any retaliatory or discriminatory 
dismissal of a whistleblower shall be 
considered null and void. Changing the 
tasks of a whistleblower, pursuant to 
article 2103 of the Civil Code, and any 
other retaliatory or discriminatory acts 
carried out on the whistleblower shall 
also be considered null and void. 

Additionally, the above-mentioned article 
sets forth that, in case of disputes related to 
the application of disciplinary penalties, de-
motions, dismissals, transfers or subjecting 
the whistleblower to other organisational 

measures, which have negative effects on 
the working conditions, the onus is on the 
employer to prove that such measures have 
been adopted for reasons not related to the 
whistleblowing. 
 
The Law on whistleblowing introduces to 
the Italian legal system a set of rules geared 
to improving the effectiveness of the tools 
for counteracting phenomena of bribery, as 
well as to better protect whistleblowers, by 
promoting use of the tool for reporting un-
lawful behaviours or breaches of the models 
of organisation, management and control, 
and placing on the employer the onus to 
prove - in case of disputes related to the 
application of prohibitory penalties, demo-
tions, dismissals, transfers or the subjecting 
of the whistleblower to other organisational 
measures  subsequent to the act of whist-
leblowing, with direct or indirect negative 
effects on the working condition - that these 
measures are adopted for reasons other 
than the whistleblowing (so-called “inver-
sion of the onus on the whistleblower to 
prove the report”). 
 
8.1 Whistleblowing procedure 
 
It should be noted that the Company, since 
it first adopted the Model of Organisation, 
management and Control, and in the ab-
sence of a specific official set of rules, until 
the Law on whistleblowing was introduced, 
always focused particularly closely on the 
subject of these reports, also regulating the 
relative flows of information, as envisaged by 
paragraph 7.4.
In order to implement the changes made 
to article 6 of Legislative Decree 231/2001 
and to ensure the effectiveness of the whi-
stleblowing system, the Company has taken 
steps to adopt a specific procedure for ma-
naging reports of crimes and irregularities 
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pany protocols and procedures on the part 
of their recipients. As detailed below, the 
penalties provided for shall be imposed in 
application of the provisions of the Model, 
in compliance with the disciplinary system 
already provided for by the internal discipli-
nary regulations and the applicable collecti-
ve national labour contracts. 
 
The penalty system, together with the pro-
visions of the Code of Ethics, constitutes 
an independent system of penalties aimed 
at strengthening compliance with, and the 
effective implementation of, this Model and 
all the internal regulations which constitute 
its implementation.
The disciplinary measures for breach of the 
corporate rules of conduct are applied re-
gardless of the outcome of any criminal trial 
or other civil, administrative or tax procee-
dings which may have arisen for the same 
fact.
For example, the following types of beha-
viour constitute disciplinary infractions:

• breach, also with omissive behaviour 
and in cooperation with others, of the 
principles and procedures provided for 
by this Model or established for its im-
plementation; 

• the drafting of untruthful documents, 
also in cooperation with others; 

• facilitation of the drafting of untruthful 
documents by others; 

• the failure to draft the documents re-
quired by this Model or by the procedu-
res established for its implementation; 

• removal, destruction or alteration of 
the documents connected with the 
procedure geared to elude the control 

system provided for by the Model;  

• hindrance of the surveillance activity of 
the SB or the persons it avails itself of; 

• prevention of access to the information 
and documents requested by the per-
sons in charge of checking the proce-
dures and decisions;  

• the carrying out of any other conduct 
whatsoever capable of eluding the con-
trol system provided for by the Model. 

• the implementation of actions or beha-
viours not complaint with the terms set 
forth by the Law on whistleblowing pur-
suant to law 179/2017 as amended. 

All breaches of the Model or the procedu-
res established for its implementation, by 
whomever committed, must be immediately 
communicated in writing to the Supervisory 
Body, subject to the procedures and the 
provisions within the jurisdiction of the hol-
der of disciplinary power. 

The reporting duty bears upon all recipients 
of this Model.  

In the event of reports of alleged breaches, 
the Supervisory Body shall become active 
immediately to start the necessary checks 
to assess the truth of that stated in the 
reports. The gathering of information by 
the Board shall be carried out according to 
methods which guarantee the subsequent 
confidential and classified handling of the 
content of the reports. In no event shall 
the Board communicate names or circu-
mstances which may spread knowledge of 
the source of the information received. The 
Board shall make every effort to store docu-
ments related to the reporting in secure and 

be regulated by a written contract which 
shall be communicated to the Supervisory 
Body of the Company. 
 
The contract for the provision of services ci-
ted in the point above must provide for: 

• the obligation of the beneficiary 
company of the service to ensure the 
truthfulness and completeness of the 
documents or information communica-
ted to the Company, for the purposes 
of performing the requested services; 

• the power of the Supervisory Body of 
the Company to request information 
from the Supervisory Body about the 
company which is the beneficiary of the 
service, for the purposes of ensuring 
that it carries out its functions properly 
when supplying the services requested 
of the Company; 

• the power of the Supervisory Body of 
the company which is the beneficiary of 
the service to request information from 
the Supervisory Body of the Company, 
or to be more precise – subject to the 
consent of the latter – from the fun-
ctions of the Company, for the purpo-
ses of ensuring the proper performance 
of its surveillance function; 

• express termination clauses which 
punish any breaches of contract of the 
company supplying the service with 
regard to the principles cited in the 
Decree and the Code of Ethics of the 
Company. 

When allocating the services, in addition to 
the Code of Ethics, the Company shall com-
ply with the provisions of the Model and the 
procedures established for its implementa-

tion. When the services provided are clas-
sed as sensitive activities not contemplated 
by this Model, following the proposal of the 
SB the Company shall equip itself with rules 
and procedures which are adequate and 
appropriate for preventing the committing 
of crimes. 

10. Penalty system 

10.1 General principles 

The Company acknowledges and declares 
that the preparation of an adequate Penal-
ty System for the breach of the rules and 
provisions contained within the Model and 
in the relative company protocols, as well 
as the law on Whistleblowing, is a requisite 
for ensuring the effectiveness of the Model 
mentioned above.  
 
Indeed, in this regard, articles 5 paragraph 
2 point e) and 7, paragraph 4 point b) of the 
Decree envisage that the Models of Orga-
nisation and Management must “introduce 
a disciplinary system fit to punish failure to 
comply with the measures stated in the Mo-
del”, respectively for the top management 
figures and the parties under their manage-
ment.  

The Company punishes any behaviour that 
contrasts the law as well as the Model, the 
Code of Ethics and the company protocols 
and procedures, including when this beha-
viour is in the interest of the Company, or 
to be more precise, is geared to obtaining a 
benefit for the same. 

In compliance with the provisions of the 
Decree, the Company shall provide for the 
adoption of a disciplinary system capable 
of punishing any non-compliance with the 
Model, the Code of Ethics, and the com-
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 - total or partial revocation of the 
powers granted. 

When a Director’s breach is such as to 
compromise the Company’s trust in 
him, the Board of Directors shall con-
vene a Meeting and propose the revo-
cation of his office for just cause. 

• Auditors: the Supervisory Body must 
give the Board of Directors immediate 
written communication of any breaches 
committed by members of the Board 
of Statutory Auditors. In the event of 
breaches constituting just cause of 
revocation, the Board of Directors shall 
convene a Meeting and propose the re-
vocation of the perpetrator’s office.  

• External persons and contractual 
counter-parties who are recipients of 
the Model: Relations with third parties 
are governed by appropriate contracts 
formalized in writing, which must provi-
de for clauses concerning compliance 
with the fundamental principles of 
the Model and the Code of Ethics by 
these external persons. In particular, 
non-compliance with these principles 
can lead to the cancellation of the rela-
tions for just cause, without prejudice 
to a possible claim for damages when 
such behaviour results in concrete 
damage for the Company. Having con-
sulted the Managing Director and the 
manager of the department to which 
the contract or relation refers, with a 
view to identifying the relations with 
external persons relevant for the pur-
poses of the Model, the Supervisory 
Body shall assess the proposed penalty 
measures to apply to such persons in 
cases of breach of the provisions of the 
Model or the procedures established 

for its implementation. The Surveillance 
Board shall be promptly informed when 
facts which can constitute violation of 
the Model by these persons occur, pro-
vided that they had bound themselves 
by means of contractual obligations to 
comply with the Model. 

With specific reference to contracts with 
third parties concerning activities or perfor-
mances relevant to the health and safety of 
workers of the Company or of these third 
parties, the contracts which the Company 
stipulates shall provide for specific powers of 
the Company concerning a: i) mechanisms 
for the detection of breaches of the health 
and safety workplace regulations, as applied 
by the Company; ii) consequences related 
to such breaches, including the application 
of specific fines and express termination 
clauses by the Company, on the reaching of 
pre-established thresholds of fines applied; 
iii) the right of the Company to suspend the 
provision of the service by such third parties 
in the event of breach of the health and 
safety workplace regulations. Records shall 
be kept of the application of such measures 
by the Company, also when qualifying and 
assessing suppliers. 

• Recipients of whistleblowing reports in 
case of breach of the provisions set for-
th by the law regarding whistleblowing 
with the purpose of protecting the whi-
stleblower’s identity and person from 
any acts of retaliation or discrimination, 
can apply the following penalties to re-
ported perpetrator of the offence: 

 - Supervisory Body in case of 
breach of this Model or the whi-
stleblower’s confidential identity 
by one or more members of the 
Supervisory Body, the other mem-

inaccessible places.  

Having assessed the breach, the SB shall im-
mediately inform the holder of disciplinary 
power, who shall start the ordinary discipli-
nary procedure, for the notification and the 
possible application of penalties. 
 
Penalties for breaches of the regulations of 
this Model shall be adopted by the corpo-
rate bodies or functions found to have juri-
sdiction for this by virtue of the powers and 
assignments conferred on them by law, the 
Articles of Association, the internal regu-
lations of the Company, and the collective 
national labour contracts. 

10.2 Recipients of penalties and discipli-
nary measures 

Compliance with the regulations of the 
Model is mandatory, within employment 
contracts of any type and nature, including 
those with executives, project workers, and 
part-time workers, as well as collaboration 
contracts which fall within so-called pa-
ra-salaried employment. 
 
The Model constitutes a set of rules with 
which the salaried personnel must com-
ply, also pursuant to the provisions of the 
respective collective national labour con-
tracts, on the subject of rules of behaviour 
and disciplinary measures. Therefore breach 
of the provisions of the Model and its imple-
mentation procedures entails the applica-
tion of the disciplinary procedure and the 
related penalties, in accordance with the law 
and the cited collective national labour con-
tracts. Specific penalties are, however, envi-
saged for members of the corporate bodies. 
 
Depending on the status or position held wi-
thin the Company, rather than in the case of 

third parties or contractual counter-parties, 
the disciplinary system is delineated in the 
following way:

• Employees with the status of labourer, 
office worker and middle manager: the 
disciplinary system is applied in com-
pliance with art. 7 of law 300 of 20th 
May 1970 (the Workers’ Statute) and 
the collective national labour contracts 
in force for employees. 

• Executives: the disciplinary system 
is applied in compliance with the law 
and the applicable collective national 
labour contract. When notice is served, 
the revocation of possible proxies assi-
gned to the person concerned may be 
decided. 

• Directors: the Supervisory Body must 
immediately send a written commu-
nication to the Board of Directors and 
the Board of Statutory Auditors of 
every possible breach of the Model 
committed by members of the Board 
of Directors. Concerning Directors who 
have committed a breach of the Model 
or the procedures established for its 
implementation, the Board of Direc-
tors can apply all and any appropriate 
actions allowed by law, including the 
following penalties, established depen-
ding on the seriousness of the fact and 
the perpetrator’s awareness of it, as well 
as the consequences which have en-
sued for the Company: 

 - formal written warning; 

 - pecuniary penalty of an amount 
up to five times the remuneration 
calculated on a monthly basis;  
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bers of the Body will promptly in-
form the Administrative Body. The 
latter, having notified the breach 
and allowed the breaching party 
the right to adopt adequate means 
for defending itself, will apply all 
appropriate measures, including, 
for example, revoking the office of 
the members and consequently 
appointing new replacements, or 
revoking the appointment of the 
entire body and therefore appoin-
ting a new Supervisory Body. 

 - Whistleblowing Committee In 
case of breach of this Model 
or of the confidentiality of the 
whistleblower’s identity by the 
Whistleblowing Committee, the 
Board of Directors will be informed 
immediately (in its capacity as 
recipient of the reports). Having 
notified the breach and allowed 
the breaching party the right to 
adopt adequate means for defen-
ding itself, the Board of Directors 
will take all appropriate steps con-
sidering the breaches and conduct 
which have occurred as well as any 
further legal provisions. 

11. Communication and training 

The external communication of the Model 
and its inspiring principles is managed by 
the Administration and Finance Manage-
ment department, which by means of the 
methods considered most appropriate (e.g. 
the company web site, intranet, special bro-
chures etc.) shall ensure the diffusion and 
communication of the same to the recipien-
ts cited in paragraph 5 external to the Com-
pany and the community in general. 
 

In addition, for the purposes of ensuring 
effectiveness of this Model, the Company 
has the objective of raising awareness of the 
same and disclosing its contents to all em-
ployees and all persons with a management, 
administration, direction and control fun-
ction. This objective concerns both the re-
sources already present in the company and 
those which will be part of it in the future. 
 
The Model shall be communicated by Hu-
man Resources Management, by means of 
the methods considered most appropriate, 
provided that they are suitable for attesting 
the effective receipt of the Model by the re-
cipients of the communication. 

The Company also undertakes to launch 
training programmes with the purpose of 
ensuring effective awareness of the Decree, 
the Code of Ethics and the Model on the 
part of all employees and the members of 
the corporate bodies of the Company. The 
training shall be structured according to the 
status of the persons concerned and their 
degree of involvement in the sensitive acti-
vities stated in the Model. 
 
The training initiatives can also be carried 
out using information technology systems. 
The training of personnel for the purposes 
of implementing the Model is managed by 
Human Resources Management in close 
collaboration with the Supervisory Body. 
The recipients’ participation in the training 
courses is mandatory and the Supervisory 
Body shall verify that they have participated 
and understood the same.
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